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A B S T R A C T   

There are a growing number of blockchain applications in energy systems, but surprisingly little is known about 
their direct energy demand outside of cryptocurrency applications. Addressing this knowledge gap should be a 
key policy priority so that the energy use of blockchain systems can be better understood and managed as ap-
plications proliferate. To help policy makers and energy analysts achieve this goal, this article makes three 
contributions. First, we present a brief review of blockchain system components, energy demand drivers, and 
emerging applications to provide a common conceptual foundation. Second, we propose best practices for energy 
analysis of blockchain systems and identify best practice lapses in previous literature that presently cloud our 
understanding of energy use. Finally, we propose priority research areas to address identified lapses and 
knowledge gaps, which would ensure future research produces data and estimates that are maximally relevant to 
energy policy decisions.   

1. Introduction 

In the last decade, there has been rapidly growing interest in 
blockchain systems as a general-purpose technology for enabling clean 
energy transitions, with applications to peer-to-peer energy trading, 
electric (EV) charging, demand response, and supply chain account-
ability, to name but a few (Andoni et al., 2019; Di Silvestre et al., 2020). 
It follows that a basic understanding of blockchain technologies and 
their potential energy demand implications is becoming increasingly 
important for energy policy analysis. This article argues that such an 
understanding is currently inhibited by a lack of sufficiently compre-
hensive and analytically-robust studies on the direct energy use of 
blockchain systems, owing to persistent data gaps, a narrow historical 
focus on cryptocurrencies (which is but one of many blockchain appli-
cations), and a lack of community best practices for policy-relevant 
analysis. To address this problem, this article: (1) lays out the neces-
sary components and determinants of energy demand that must be 
considered when estimating the direct energy use of blockchain systems; 
(2) proposes ten best practices for deriving credible and policy-relevant 
energy use estimates; (3) assesses how well the published literature to 
date has adhered to these best practices; and (4) and identifies policy 
priorities and recommendations for funded research to address the 

identified knowledge gaps and encourage greater best practice adoption 
moving forward. For improved context, this article begins with a basic 
overview of blockchain technology systems and major energy system 
applications for the non-expert. 

1.1. What is a blockchain and why does its energy use matter? 

A blockchain is a system for recording information across a network 
of computer systems in a way that makes these records secure, verified, 
and immutable. It is often referred to as a “distributed ledger” system, 
because each participant in the blockchain system has a copy of recor-
ded information, making such records both transparent and easily 
verifiable. Information is recorded to the distributed ledger in a series of 
“blocks,” each of which contains transactions or other key data that will 
be archived. Every time new transactions or data are added to the ledger, 
a new block is added containing a record of those transactions or data to 
every participant’s ledger. Therefore, the ledger is comprised of an 
expanding series of blocks of information, hence, the name blockchain 
(Atlam and Wills, 2019a). 

Blockchain ledgers are designed to be difficult to hack or change, 
given that any change must be verified against all other copies of the 
ledger in the blockchain system. In addition to security, this 
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decentralized nature means that blockchain ledgers can be established 
by any sufficiently well-connected and organized network of partici-
pants, making record-keeping and verification possible for many appli-
cations without needing to work through a traditional central authority 
(e.g., a bank or a power utility). As such, blockchain technologies can be 
seen as much nimbler, faster to establish, and participatory than tradi-
tional centralized systems for storing and verifying critical information. 

While cryptocurrencies like Bitcoin are the most well-known exam-
ples of blockchain ledgers, the aforementioned benefits have led to high 
interest in—and many emerging applications of—blockchain technolo-
gies to solving energy and environmental problems (IEA, 2017a; Sawa, 
2019). While blockchain technologies might play an important role in 
addressing these problems (see Section 1.2), this article focuses on a 
necessary prerequisite, which is the ability to first understand the direct 
energy use of blockchain systems. 

This first step is critical to ensuring that blockchain systems deliver 
net energy benefits, for several reasons. First, as discussed in Section 2, 
the blockchain is comprised of different information technology (IT) 
devices for computing, storing, and communicating necessary informa-
tion, some of which (e.g., cryptocurrency mining rigs) can have high 
operational energy requirements (Vranken, 2017). Second, these IT 
devices use electricity, which is still a carbon- and pollutant-intensive 
energy source in many parts of the world (IEA, 2019). Third, as block-
chain applications proliferate, it is vital for decision makers (e.g., policy 
makers and power utility operators) to have accurate information for 
understanding the implications of blockchain technologies on grid 
loads. Finally, to date, the only published estimates of the direct energy 
use of blockchain systems have focused entirely on “proof of work” 
cryptocurrencies like Bitcoin (see Section 4), which are likely to have 
significantly higher energy intensities than other blockchain applica-
tions that can rely on less computationally-demanding verification ap-
proaches. Therefore, a more nuanced view of direct energy use is 
required to avoid perceptions that all blockchain systems will be as 
energy-intensive as cryptocurrencies. 

1.2. Major applications to energy and environmental problems 

For energy policy, some of the most important examples of block-
chain technology applications include energy trading, electric vehicle 
(EV) charging, demand response, sustainable supply chain management, 
green certificates, and renewable energy promotion. Benefits of such 
applications could include cost-effective local energy trading, accelera-
tion of renewable energy generation, providing grids with new demand 
response resources for greater grid stability, and enabling consumers to 
better track the sources of the energy they consume. Below, we review 
examples of each application to: (1) depict the growing diversity and 
momentum of applications of high relevance to future energy policy and 
analysis; (2) highlight application-specific benefits that may be deliv-
ered; and (3) underscore the need for better understanding and 
analyzing direct energy use to ensure systems-level benefits are 
achieved. 

1.2.1. Energy trading 
Blockchain technology applied to distributed energy systems, such as 

microgrids, enables “peer to peer” (P2P) trading of energy, which avoids 
the need for a central accounting authority such as a conventional en-
ergy utility company. This is an emerging concept of power system 
operation where prosumers (consumers and producers) within a local-
ized community can trade their own generated renewable energy, such 
as from their PV panels. Compared to the traditional energy trading 
process, where a central control system alone processes all the measured 
data from distributed prosumers, blockchain technology can speed up 
energy transactions, avoid single point failure, and prevent manipula-
tion from the central intermediary (Atlam and Wills, 2019b). Addi-
tionally, within the trading platform, smart contracts, automatic 
real-time metering, bidding, negotiation, and supplier switching can 

be realized transparently and without human intervention, which could 
bring economic benefits to consumers by creating a competitive envi-
ronment for energy producers (Andoni et al., 2019; Sawa, 2019). One 
successful P2P energy trading case study is the Ethereum-based New 
York Brooklyn Microgrid project (LO3 Energy, 2020), which allows 
prosumers to sell their surplus solar energy to the grid or to New York 
City residents who prefer to use clean energy versus fossil fuel. The 
Brooklyn Microgrid promotes distributed renewable generation through 
an integrated market platform, and environmental-conscious consumers 
can also track their energy sources. There is also evidence that con-
sumers may lower their electricity bill due to the competition enabled by 
the integrated platform (Sawa, 2019). Similar P2P trading platforms 
have been financed by Shell in the UK, Colombia, Japan, and Australia to 
optimize the integration of distributed energy resources into supply 
networks (Mace, 2019). With an additional machine learning function-
ality that could predict the energy-demand profile of users, the P2P 
trading platform has also been piloted by the UK company Hackney’s 
Banister House Estate to better accommodate low-carbon energy de-
mands of consumers (Ogleby, 2018). 

1.2.2. Electric vehicle charging 
Another fast-growing application of blockchain technology is for 

charging of EVs, which are a critical technology for climate change 
mitigation (IEA, 2017b). Accessible charging is one key strategy for 
addressing EV range anxiety (i.e. running out of battery power during a 
long drive) (Zaheer, 2018). Blockchain technology can provide a 
near-term solution to increase the attractiveness of EV by enabling 
sharing of private charging stations, through which EV drivers can have 
flexibility to charge their vehicles at different times in different loca-
tions. Compared to a traditional centrally operated platform, the 
blockchain-based platform can ensure the security and privacy of the 
vehicle and residential charging stations owners. One of the successful 
examples is Share&Charge, a blockchain based P2P platform that pro-
vides intelligent and seamless sharing of the EV charging stations 
(Share&Charge, 2020). Through a mobile application, EV drivers can 
access the locations of nearby charging stations and get real-time price 
information, and the owners of the personal charging stations can earn 
money through the sharing of idle charging stations. Likewise, similar 
services are provided by Chargemap, through which the consumers can 
also be guaranteed with a verifiable 100% clean energy from solar and 
wind (Chargemap, 2020). Another important blockchain application for 
EVs is vehicle-to-grid functionality for demand response, which is dis-
cussed in the next section. 

1.2.3. Demand response 
With increasing penetrations of variable renewable supply resources, 

better management of energy supply and demand is necessary for grid 
stability. One of the most cost-efficient strategies to provide the needed 
balancing is customer demand response (Alstone et al., 2017). However, 
traditional demand response program require centralized management 
of demand response participants, which can be inefficient and 
time-consuming (Virtual Force, 2019), while 20% of the customers opt 
out of the traditional demand response program because of poor 
customer experience (Uplight, 2020). Blockchain technology may pro-
vide an innovative approach for automatic demand response by better 
leveraging the flexibilities among customer loads, EV scheduling, energy 
storage, and the use of distributed energy resources. A California com-
pany, Leap, has developed a platform called Distributed Energy eX-
change, which could integrate building HVAC systems, EV chargers, and 
building management systems for peak load reduction (John, 2018). The 
participating nodes in this system can provide information on when they 
can reshape their loads with anticipated prices; load reductions are then 
executed through communications among every participating node. 
Furthermore, blockchain technology can encourage EVs to absorb sur-
plus renewable energy from distributed resources, and feed power back 
into the grid (vehicle-to-grid) to support demand response programs, 
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alleviating large investments in dedicated battery storage, while tapping 
the distributed sources of renewable energy. For example, a pioneering 
demonstration by eMotorWerks used its smart EV chargers to balance up 
to 30 MW of renewable energy in California, reducing the on-peak de-
mand of non-renewable energy (Evarts, 2019). 

1.2.4. Sustainable supply chain management 
In supply chain management, blockchain has been used for shipment 

tracking and food tracing due to its efficiency and transparent data 
sharing. Walmart created a food traceability system that is based on 
Hyperledger Fabric to ensure food safety, where the origins of the fruit 
and meat sold across the Walmart’s stores can be traced (Shriaz, 2019). 
IBM also launched a blockchain network for better supplier qualifica-
tion, validation, and lifecycle information management, aiming at 
reducing the time and cost associated with qualifying and managing new 
suppliers while creating new business opportunities among suppliers 
and buyers (Hermes, 2019). Apart from this, blockchain technology may 
also help to reduce waste and decouple growth from resources con-
sumption within the supply chain by fostering a sharing economy. For 
example, in a blockchain enabled supply chain, all participants have 
visibility to the availability of unused or underutilized logistic assets (e. 
g. trucks, trailers) and when they can have access to them, and thus lead 
to an increased utilization and reduced resource consumption through 
assets sharing (Edmonds, 2019). 

1.2.5. Green certificates 
Similar to its application in supply chain management, blockchain 

technology has also been applied to green certificates, carbon trading, 
and plastic-offsets by creating a simple and transparent market that 
streamlines the trading process between buyers and sellers, and elimi-
nating some fraud concerns that may exist in the current marketplace. 
For example, Power Ledger has collaborated with the Midwest Renew-
able Energy Tracking System to build a blockchain application that 
could manage the sales of renewable energy and thermal energy credits, 
in which the energy credits can be tracked (Power Ledger, 2020). Nori 
announced its use of blockchain between carbon credit buyers and 
cropland growers, which makes the process of buying carbon removal 
credits simpler, and the carbon removal actions can be easily verified 
(Clancy, 2019). Similar to the carbon-offset scheme, a project named 
RecycleToCoin, has used a blockchain-based mobile application to allow 
companies across the world to offset their plastic footprint (Sustainable 
Brands, 2017). With this blockchain technology, the companies can get 
offset tokens that are issued automatically, and the companies can have 
full transparency to how funds were spent. 

1.2.6. Renewable energy promotion 
Most of the blockchain applications introduced above can be treated 

as having promoted the use of renewable energy to some degree, such as 
that in P2P energy trading, where renewable energy is better tapped 
because of the market platform. However, there are also blockchain 
projects that specifically target the promotion of renewable energy. 
SolarCoin aims at incentivizing solar power generation, which gives 
solar energy producers one digital token called SolarCoin for every 
megawatt of solar energy produced (SolarCoin, 2020). SolarCoins can be 
used like cryptocurrencies for purchase and trading of goods and ser-
vices. Another example is Sunexchange, which creates a business op-
portunity for owners of solar PV systems. A blockchain based leasing 
platform automatically leases the owners’ solar cells to business or or-
ganizations, while owners are paid with Bitcoins or an equal amount of 
local currency for the solar cells they leased (Sunexchange, 2019). 

2. Analyzing direct energy use 

2.1. Why understand direct energy use? 

Any time a promising new technology emerges, questions arise about 

its potential effects if widely adopted. Because IT changes quickly, it 
attracts much speculation of this type (IEA, 2017a). 

Blockchain has the potential to increase direct electricity used by IT 
systems, especially if more computationally-intensive forms of block-
chain become widespread. The only widely-used form of blockchain 
currently is for cryptocurrency, like Bitcoin, which was responsible for 
about 0.2% of global electricity use on June 30, 2018 (Koomey, 2019). It 
also has the potential to reduce energy use in other sectors, but such 
effects are outside the scope of this report. 

Future adoption of new technology is highly uncertain, and many 
studies of Bitcoin in particular show the potential for significant growth 
in electricity use (see Section 4). Policy makers need accurate assess-
ments of the implications for broad adoption of this new technology, 
including potential effects on electricity demand, which is the motiva-
tion for this work. 

Section 2.2 explores subtleties in the choice of system boundaries 
when analyzing the direct energy use of blockchain systems, which can 
have important implications on subsequent energy use estimates. Sec-
tion 2.3 reviews the types of consensus algorithms that policy makers 
and energy analysts should understand and consider in future studies, 
given that the consensus algorithm associated with a given blockchain 
system can be a major determinant of its direct energy use. 

2.2. System boundary selection 

Fig. 1 depicts the general system components, data flows, and elec-
tricity flows associated with any application of blockchain technology. 
To understand this system, it is helpful to start with a transaction, which 
occurs between client devices within the P2P network. This transaction 
could be the amount of surplus renewable energy shared between pro-
sumers (Sawa, 2019), or simply a financial exchange between two per-
sons. The transaction record includes detailed information about the 
clients, the transaction value, and a cryptographic digital signature that 
proves the authenticity of the transaction. At this stage, however, the 
transaction has not been verified by all participants in the blockchain 
network system. 

Next, the unverified transaction is inserted into a new block together 
with other transactions occurring within the same timeframe. The block 
is then broadcast to the entire system through the communication 
network, which includes both access and core network technologies. The 
block is received by validating notes, which can be located as inde-
pendent entities or within larger computing centers, which offer vali-
dation and add a new verified block to the existing blockchain. In 
cryptocurrency networks, validation is performed by specialized mining 
rigs that compete against each other to solve a consensus algorithm, and 
receive a financial reward for successful validation. Copies of the newly- 
updated blockchain are then redundantly stored in distributed storage 
across the network as a public ledger. With each new set of transactions 
that occur on the network, the process is repeated such that the block-
chain grows in length over time. 

The initialization, broadcasting, validation, and storing of a trans-
action takes place in the form of data flows (depicted by black arrows in 
Fig. 1) across multiple IT devices within the blockchain technology 
system, each of which consumes electricity (depicted by yellow arrows 
in Fig. 1). The subsystems and types of IT devices that comprise most 
blockchain technology systems are summarized in Table 1. Therefore, 
understanding the direct energy use of blockchain requires an under-
standing of the IT devices that comprise the entire system as well as the 
system conditions that govern their electricity use. 

In practice, some of the subsystems depicted in Fig. 1 may be com-
bined into single entities within a given blockchain system. For example, 
a client device (e.g., a computer) that initiates a transaction could also 
participate in the network as a validating node, whereas a validating 
node may also include storage for archiving a copy of the distributed 
ledger (this is sometimes known as a full node (Binance Academy, 
2020a)). Conversely, when a client device exists solely for initiating and 
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validating transactions (i.e., it does not have a full copy of the distrib-
uted ledger storage), it is known as a simplified payment verification 
client. Similarly, some computing centers may contain many validating 
nodes and storage devices, which are physically clustered together for 
improved management, better energy-efficiency, or higher mining profit 
but are considered as virtually distributed across the blockchain 
network. Computing centers also contain lots of network devices to 
facilitate communications between in-house validating nodes, as well as 
for communicating with other nodes across the blockchain network. 
Therefore, there can be many different physical manifestations of the 
general blockchain technology subsystems depicted in Fig. 1, as well as 
different functions provided by these subsystems, in the real world. 

Furthermore, the specific IT devices within each subsystem might 
differ depending on the transaction scales, applications, and consensus 
algorithms implemented by various blockchain systems. For example, 
large-scale blockchain applications like Bitcoin and Ripple involve un-
dersea cables and international fiber networks to ensure frequent global 
data communications, which is unlikely to be the case for local renew-
able energy sharing. Client devices could be smart meters in microgrid 
applications (Noor et al., 2018), or they could simply be general purpose 
technologies like PCs or mobile phones for financial transactions. 
Depending on the extent to which client devices are dedicated to the 
blockchain, energy analysts may choose to include or exclude them from 
the blockchain energy analysis system boundary. Finally, the type of 
consensus algorithm employed by the blockchain network might also 
influence its IT device makeup; for example, proof of work (PoW) 
consensus algorithms may require powerful ASIC-based validating 
nodes, whereas other consensus algorithms may be designed for less 
computationally-powerful validating nodes (Kleine, 2019). 

2.3. Consensus algorithms 

One of the most important and fundamental requirements in a 
blockchain system is reaching consensus on the validity of transactions 
across the P2P network without the mediation of a centralized authority. 
Such agreement between validating nodes in a network is achieved 
through the implementation of a so-called consensus algorithm, which 
ensures the system is tolerant even of failed validating nodes or mali-
cious members (Miglani et al., 2020). A key determinant of the energy 
intensity of a blockchain network is the consensus mechanism imple-
mented (Ferdous et al., 2020; Wang et al., 2019), whereas this energy 
intensity can differ greatly based on the type of consensus algorithm 
employed (Hartnett, 2018; King and Nadal, 2012). Therefore, under-
standing the types of consensus algorithms and their effects on block-
chain system energy use is a key factor in accurate estimation of direct 
energy use. 

Reaching reliable and valid consensus while maintaining a low level 

of energy intensity is still a challenge in blockchain network system 
designs. Thus, several types of consensus algorithms have been devel-
oped and each of them presents their own characteristics in terms of 
scalability, throughput, latency, security, and, importantly, energy 
consumption. Below, we briefly introduce several popular consensus 
algorithms with a focus on their energy consumption and summarize 
their characteristics in Table 2. Unlike cryptocurrencies, for which 
consensus algorithms are well known, there is limited publicly-available 
information on the consensus algorithms being used in the various 
blockchain applications described in Section 2.2. 

The key difference between these algorithms is their computational 
intensity. The choice of consensus algorithm is a balance between 
computational intensity (and thus energy costs) and the security benefits 
of different consensus mechanisms. Proof of Work, as implemented for 
Bitcoin, is the most extreme example of the choice of consensus algo-
rithm driving increased electricity use. Choosing another algorithm 
would mean lower electricity use, but whether that new algorithm de-
livers exactly the same service as Proof-of-Work depends on the char-
acteristics of the application and the implementation of that algorithm. 

2.3.1. Proof of work (PoW) 
PoW is currently the most widespread consensus algorithm because 

of its use in Bitcoin (Nakamoto, 2008). In the PoW mechanism, the 
validators/miners compete to solve a computational-expensive problem 
with some pre-defined targets (Tar, 2018). As an incentive, the first 
validator/miner who solves the problem can add the new block to the 
existing blockchain and get rewarded with a certain amount of crypto-
currency. The difficulty of solving the problem is dynamically adjusted 
so that one block is expected to be added within a predetermined time 
interval (e.g., about 10 min for Bitcoin). The probability for a given 
validating node to add the next block is proportional to its computing 
power. Thus, the energy consumption of PoW-based blockchain scales 
with the number of miners despite steady improvements in the energy 
efficiency of the computing devices, which has become the main criti-
cism of the PoW consensus algorithm (Vranken, 2017). 

2.3.2. Proof of stake (PoS) 
Unlike the PoW system, in which miners keep investing in wasteful 

computations, PoS is a less energy-intensive design that relies on each 
miner depositing a certain amount of cryptocurrency as a stake (King 
and Nadal, 2012). The probability of the stakeholder who will create the 
next block is proportional to the amount of stake invested and the suc-
cessful stakeholder receives a transaction fee as the reward of validating 
the transactions. The transaction reward in the PoS system incentives 
the stakeholder to incorruptibly validate the transactions, and false 
validation puts the stake at the risk of forfeit (Saleh, 2021). Compared to 
PoW, a great amount of energy may be saved with PoS. For example, 

Fig. 1. Generalized schematic of blockchain technology subsystems, information flows, and electricity inputs.  
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Ethereum is planning to move away from PoW to PoS algorithm, 
claiming a possible 99% reduction in energy consumption (Fairley, 
2019). 

2.3.3. Practical Byzantine fault tolerance (PBFT) 
Originated from the Byzantine Generals Problems, BFT refers to the 

property of a system where system members can reach consensus 
through collective decision making. PBFT was one of the algorithms 
developed to guarantee the BFT requirement in an asynchronous envi-
ronment (Castro and Liskov, 2002). However, due to the implementa-
tion of a voting-based approach, when the number of the nodes scales in 
the PBFT system, the intensive data communications between the nodes 
could incur excessive energy consumption (Hooda, 2018; Wang and 
Guo, 2019). 

2.3.4. Federated Byzantine agreement (FBA) 
Like PBFT, the FBA consensus algorithm is another practical reali-

zation of the BFT system requirement. Under FBA, validators are chosen 
from network members to form a quorums of nodes (with a minimum 
number required), then the quora can sign the transactions to make the 
final decision (Andoni et al., 2019; Walter, 2018). Ripple and Steller are 
two blockchain platforms that support this energy-efficient FBA algo-
rithm and has attracted many energy-awareness users (Walter, 2018). 
Ripple claimed its cryptocurrency to be 57,000 times more 
energy-efficient than Bitcoin (Tran, 2020). In addition, Irene Energy, a 
green electricity supplier, specifically moved away from a PoW-based 
algorithm to Steller to better accommodate their sustainable pursuing 
(Irene Energy, 2018). 

2.3.5. Proof of authority (PoA) 
PoA is a reputation-based consensus algorithm which can be treated 

as a modified version of the PoS algorithm, where the validators (also 
called authorities) stake their own reputation instead of cryptocurrency 
quantities as in PoS systems (Binance Academy, 2020c). This system is 
secured by pre-approved validators selected based on voting, and the 

selected validating nodes then approve the validity of a newly generated 
blocks through reaching an agreement. The limited number of validators 
and the removal of the computational process makes PoA a highly 
scalable and much more energy-efficient algorithm than PoW. Some 
initial measurements even suggested that a single validating node 
running on this algorithm only consumes a power about 78 W (Hartnett, 
2018). 

2.3.6. Proof of capacity (PoC) 
PoC is another consensus algorithm dedicated to solving the energy- 

intensive problem of the PoW algorithm, where miners commit their 
own storage drives instead of their computing power to be selected as 
the next block creator and thus earn cryptocurrency rewards (Burstcoin, 
2020; Frankenfield, 2018). PoC works by storing a list of possible so-
lutions (known as ‘plot’) on the miners’ storage drive before the 
commencement of the next mining activity. The larger the storage drive, 
the more possible solutions can be stored in the miners’ drive, and thus 
more chances to win the next mining reward. However, this algorithm 
still consumes energy for storage device operations and solutions 
searching, which may grow to significant quantities as the system scales 
to larger levels. Thus, further testing is still required to better under-
standing the power use characteristics of the PoC. 

2.3.7. Proof of burn (PoB) 
PoB aims to solve the co-problems of high energy consumption and 

high mining hardware dependency associated with PoW algorithms by 
replacing the investment of computational resources with a verifiable 
burning of coins. The next block creator is chosen from investors who 
have demonstrated sending some of their owned coins to an address 
from which the coins cannot be reclaimed (Binance Academy, 2020b). 
The probability of being the next block creator scales with the amount of 
coins burned, and the chosen creator will get rewarded as an incentive of 
this investment. Even though the PoB algorithm has lower direct energy 
requirements, it could potentially have high indirect energy implica-
tions depending on the choice of coins burned. For example, burning 

Table 1 
Blockchain technology subsystems and their typical IT devices.  

Subsystem Description Typical IT devices 

Client devices User devices in the blockchain network that initiate or receive transactions. IoT devices, smart meters, EV charging stations, PCs, mobile 
phones, etc.  

Access networks Devices in the blockchain network system positioned between the client devices 
and the internet core, which act as a middleware to provide connectivity, data 
transferring, and data security between the client devices and the core network. 

Gateways, routers, modems, etc.  

Distributed storage Storage devices distributed across the blockchain network that store the 
distributed ledger 

Storage equipment (hard disk drives, solid-state drives, etc.), and 
supporting infrastructure for storage cooling and power supply.  

Validating nodes Nodes distributed across the blockchain network that are responsible for 
verifying transactions and approving modifications of the blockchain 
throughout the blockchain network according to a specified consensus 
algorithm. Nodes are sometimes known as blockchain miners. 

Computing devices (CPUs, GPUs, FPGAs, ASICs, etc.) and 
supporting infrastructure for cooling and power supply.  

Computing centers (mining 
centers, data centers, 
etc.) 

Dedicated buildings used for mining/validating, data processing, data storage, 
and data communications. Computing centers often require specialized power 
conversion and backup equipment to ensure reliable, high quality power 
supply, and environmental control equipment to maintain acceptable indoor 
thermal environment. Cryptocurrency blockchains may employ dedicated 
mining centers with highly specialized mining rigs, whereas other forms of 
blockchain may rely on conventional data center technologies. 

Servers, computing devices, storage equipment, network 
equipment, and supporting infrastructure for power and cooling.  

Core network The central part of a telecommunication network, which typically constitute 
service provider equipment that using Internet Protocol (IP) to form regional, 
national, and global networks. The core network provides a path for exchanging 
information and broadcasting the transactions in the blockchain system. 

IP core/metro/edge switches and routers, transmission link 
elements (copper, fiber optic, radio links, etc.), and supporting 
devices for cooling and power supply. 

Notes: IoT = internet of things; EV = electric vehicle; PCs = personal computers; CPU = central processing unit; GPU = graphics processing unit; FPGA = field- 
programmable gate array; ASIC = application-specific integrated circuit. 
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Bitcoin to get the coins offered by the PoB system would have higher 
indirect energy use than burning Ether coins. 

3. Best practices for direct energy use analysis 

This section proposes best practices for analyzing the direct energy 
use of blockchain, which is a function of the technology subsystems, IT 
devices, and consensus algorithms described in the previous sections. It 
draws and expands upon previous literature that has documented 
various elements of best practices for energy analysis of IT systems 
relevant to blockchain (Aslan et al., 2018; Koomey, 2017, 2019, ; Koo-
mey et al., 2002; Koomey and Masanet, 2021). Elements of best practices 
drawn from these literature sources include drawing sensible boundaries 
around relevant systems, insisting on consistent comparisons, collecting 
measured data, providing complete and accurate documentation, taking 
special care to account for changes over time (because IT changes so 
rapidly), and avoiding extrapolating into the future based on assump-
tions that are by their nature highly uncertain. We further organized 
these elements into 10 different best practices, each of which was 
designed to be distinct and measurable, and when used in combination 
to constitute holistic, transparent, and replicable approaches to block-
chain energy analysis for confident use by policy makers. 

We use them to assess the existing blockchain energy analysis liter-
ature (Section 4) and to suggest important areas of future research 
(Section 5) for addressing observed barriers to best practice adherence.  

1. Properly include the full system. As shown in Fig. 1 and 
Table 1, all blockchain technology systems require different 
combinations of computing, storage, and communications hard-
ware alongside other important components (e.g., power sup-
plies, computing center cooling systems) that are necessary for 
the provision of blockchain system services. A fundamental tenet 
of IT systems modeling is to consider the most comprehensive 
system boundary possible to avoid excluding potentially impor-
tant sources of energy demand. Ideally, a systems diagram should 
be provided for maximum transparency, so that users of a study 
can clearly identify which technology components have been 
included or excluded from a given analysis. When technology 

components are excluded, the reasons should be described clearly 
(e.g., due to lack of data or due to following established con-
ventions for cut-off criteria (Finkbeiner et al., 2006)). The rec-
ommended system boundary for including all blockchain system 
components is depicted in Fig. 1. 

2. Build from the bottom up. History has shown that, for IT sys-
tems, bottom-up analyses that consider IT device stocks, their 
operational and energy use characteristics, and how such char-
acteristics may vary by application and evolve over time gener-
ally provide more accurate energy estimates than simplistic top- 
down methods (Koomey, 2017, 2019; Masanet et al., 2020). 

3. Use measured/surveyed power data. Ideally, power use esti-
mates at the IT device level should be informed by direct power 
measurements that reflect a range of real-world conditions. While 
many manufacturers provide power data for IT devices, such data 
are typically limited to maximum or rated power values (which 
may be substantially higher than power use at typical operating 
conditions), or “typical” power use values (which may or may not 
correspond to system conditions or device configurations being 
analyzed). Therefore, direct measurements are preferred, with 
care taken not to omit important ancillary components such as 
power conversion units from the measurements. When direct 
measurements are not possible, the next best bet is to survey real- 
world operators of different blockchain system components (e.g., 
communications networks, computing centers, storage banks) 
based on power utility data and installed device characteristics. 
When survey designs are rigorous, such survey data may often be 
used to estimate the energy use of installed devices in real-world 
conditions with reasonable accuracy. 

4. Use time-period appropriate technology data. The energy ef-
ficiency and configurations of IT devices have historically 
changed rapidly, whereas their stocks typically turnover quickly 
due to short lifespans driven by planned upgrade cycles and 
technology obsolescence. These observations apply to all major 
IT devices that can comprise blockchain systems in Table 1, and 
to cryptocurrency mining rigs in particular. Technology change 
in the latter is occurring on the order of months due to economic 
forces (Masanet et al., 2019; Vranken, 2017), whereas for other 

Table 2 
Characteristics of different consensus algorithms.  

Consensus 
algorithm 

Scalability Throughput Latency Security Levels of 
decentralization 

Energy 
consumption 

Application 
examples 

Reference 

Proof of Work 
(PoW) 

High Low High High High High Bitcoin, 
Ethereum, 
Litecoin, etc. 

(Nakamoto, 2008; Tar, 
2018) 

Proof of Stake 
(PoS) 

High Medium Medium High High Low Ethereum, 
PPcoin, etc. 

(Di Silvestre et al., 2020;  
King and Nadal, 2012;  
Major, 2018; Pool Of 
Stake, 2018) 

Practical 
Byzantine 
Fault 
Tolerance 
(PBFT) 

Low Medium to 
high 

Medium to 
high 

High Medium to high Medium to high 
(Determined by the 
system’s scale) 

Zilliqa, 
Hyperledger 
Fabric, ect. 

(Hooda, 2018; Miglani 
et al., 2020; Wang and 
Guo, 2019) 

Federated 
Byzantine 
Agreement 
(FBA) 

High High Low High Low Low Ripple, Steller, 
etc. 

(Andoni et al., 2019; Tran, 
2020; Walter, 2018) 

Proof of 
Authority 
(PoA) 

High High Low High Low Low Energy Web 
Chain, 
Microsoft Azure, 
etc. 

(Di Silvestre et al., 2020;  
Energy Web Chain, 2020;  
Microsoft, 2020) 

Proof of Capacity 
(PoC) 

High Medium Medium Require 
further 
testing 

High Require further 
testing 

Burst, etc. (Burstcoin, 2020;  
Frankenfield, 2018) 

Proof of Burn 
(PoB) 

Require 
further 
testing 

Require 
further 
testing 

Require 
further 
testing 

Require 
further 
testing 

High Determined by the 
burned coin 

Slimcoin, 
Counterparty, 
etc. 

(Binance Academy, 2020b; 
Counterparty, 2014;  
P4Titan, 2014)  
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system components such as servers, storage devices, and network 
communications, change can be expected at least annually 
(Shehabi et al., 2018). Therefore, in addition to using measur-
ed/surveyed data (Best Practice 3), blockchain energy analysts 
must ensure that their technology data are consistent with their 
chosen period of analysis. For present-day analyses, analysts 
should use technology data that accurately reflect today’s 
equipment stocks. For retrospective analyses, this means ac-
counting for historical technology evolution in considered 
equipment stocks. For prospective analyses, this means ac-
counting for future technology change, but only over near-term 
time periods in which current rates of technology change are 
expected to continue. 

5. Account for capacity utilization. Many IT devices exhibit var-
iations in operational power use due to capacity utilization, 
particularly computing devices such as servers. For some devices, 
power use will vary between an unloaded idle state (idle power) 
and a maximum loading state (maximum power), whereas the 
operational power use between these two extremes is a function 
of capacity utilization. However, some IT devices may have 
relatively constant power draw irrespective of capacity utiliza-
tion, such as network routers. Therefore, in addition to using 
measured/survey data (Best Practice 3) that reflect the chosen 
time period (Best Practice 4), it is important for analysts to 
explicitly account for capacity utilization effects in two ways. 
First, for any devices whose power use varies with capacity uti-
lization, this functional relationship should be stated and any 
system-level energy estimates derived must express capacity 
utilization assumptions clearly. Second, when considering vari-
ations in blockchain system energy use due to changes in activity 
levels, analysts should avoid scaling energy use in one-to-one 
proportion to activity levels when such capacity utilization ef-
fects exist. In particular, more research is needed on capacity 
utilization effects for cryptocurrency mining rigs, given their high 
energy use and risk of miscalculations if power proportionality 
assumptions are not accurate.  

6. Account for locational variations. Locational variations in the 
direct energy use of blockchain systems can arise from two 
important sources. First, energy required for cooling computing 
centers can vary significantly by climate zone (Lei and Masanet, 
2020), and should be considered for analyses involving 
large-scale systems such as cryptocurrency mining centers. Sec-
ond, significant differences can exist in communication systems 
depending on the local network technologies (fixed and wireless), 
mobile station fuel types, and local network configurations, 
which can affect energy use. At minimum, analysts should clearly 
state the geographical boundaries of their analyses and use 
technology data that are appropriate within those boundaries. 
Because direct energy use values are often used to derive 
pollutant emissions estimates from electricity use, locational 
variations should absolutely be considered in studies that offer 
such estimates, given they are dependent upon local electrical 
grid mixes.  

7. Properly account for uncertainty. Blockchain technologies and 
applications are still evolving rapidly, so there will be significant 
uncertainties inherent in any direct energy use estimates. 
Therefore, it is important for analysts to adequately address and 
communicate uncertainty for informed decision making. Proper 
treatment of uncertainty includes: using sensitivity analysis to 
identify model parameters whose variation contributes most to 
variations in results; establishing credible uncertainty distribu-
tions for those key parameters; and presenting final estimates as 
ranges that result from these distributions, as opposed to pre-
senting only point estimates. Another possible approach is to 
construct bounding scenarios in an analysis, in which key pa-
rameters assume best and worst-case values, to provide 

corresponding ranges on final estimates. Conversely, analysts 
should avoid use of guesswork presented under the guise of being 
proper uncertainty analysis, since such approaches lend results 
more precision and credibility than is warranted. Finally, analysts 
should communicate any limitations of their work in light of 
inherent uncertainties, and only draw conclusions that are robust 
to such uncertainties.  

8. Consider retrospective time series analysis. Given the fast 
pace of blockchain technology evolution, retrospective analyses 
that consider multiple years can add value by forcing analysts to 
properly account for technological change, and by illuminating 
the historical pace of technological change for a study’s users. 
Having a credible view of this pace is important for constructing 
useful scenarios about the future, and for giving a sense of what 
levels of future energy use may be realistic, based on how the 
underlying drivers of technological change (e.g., processor effi-
ciencies, storage densities, etc.) are likely to change moving 
forward. 

9. Avoid simplistic extrapolations. If other analytical best prac-
tices are followed, simplistic extrapolations will be avoided 
through proper consideration of technology stocks, trends, and 
drivers of energy use over time in blockchain systems. However, 
in the past there have been many examples of analysts extrapo-
lating past or present IT energy values into the future using 
simplistic methods, including scaling them up on the basis of a 
chosen activity parameter, such as internet traffic for data centers 
(Andrae and Edler, 2015), internet growth (Vopson, 2020), or 
blockchain transactions (Mora et al., 2018). Such methods often 
lead to large errors in estimated future energy use, because they 
ignore important changes in the technologies and applications 
that drive energy use. Therefore, we state this criterion as an 
explicit best practice that should be a tenet of proper IT energy 
analysis moving forward. 

10. Create open and complete documentation allowing replica-
tion. All analyses should fully document all data sources, 
modeling equations, and analytical assumptions for full trans-
parency, and provide modeling files or sufficient mathematical 
documentation for full replication of results by the scientific 
community. This level of transparency and replicability is 
necessary for open critique and improvement of datasets and 
models moving forward, especially given that no general-purpose 
models exist for estimating blockchain energy use besides cryp-
tocurrency applications (see Section 4). 

4. Literature review and assessment 

In this section, we assess original studies containing macro-level 
direct energy use estimates of blockchain systems. Due the limited 
number of studies with this scope (Sedlmeir et al., 2020), both 
peer-reviewed and website/trade articles were included in our review 
process. Preprints were excluded because their results may change. We 
also excluded one study (Bondarev, 2020) that did not provide sufficient 
documentation for detailed assessment. Our review identified 26 rele-
vant studies (as of April 2021), some of which were updates of former 
studies without changes in the methodology, which reduced our review 
pool to 22 original studies. 

Each study was then evaluated for adherence to the 10 best practices 
discussed in Section 3. Findings are summarized in Table 3, whereas the 
evaluation remarks for each study can be found in this article’s Sup-
porting Information (SI) file. All 22 studies were focused on crypto-
currencies, more than half of which focused on Bitcoin (Fig. 2), which 
underscores the need for broader analyses of other blockchain applica-
tions to paint a more comprehensive picture of direct energy use. 
However, even given their limited scopes on cryptocurrencies, the body 
of studies evaluated enabled useful generalizations about the state of 
adherence to best practices within the analyst community. In order to 
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evaluate the modeling approaches undertaken in each study, a brief 
discussion of model categorizations is offered in Section 4.1. 

4.1. Model categorization 

We identified four major modeling methods that have been used to 
quantify the energy use of blockchain systems to date: 1) the top-down 
approach; 2) the economic approach; 3) the hybrid top-down approach; 
and 4) extrapolation based on direct measurement. In this section, we 
briefly introduce these modeling approaches and summarize their 
calculation formulae such that their relationship to bottom-up methods 
(Best Practice #2) can be more clearly understood. 

4.1.1. Top-down approach 
The top-down approach was initially implemented in (Malone and 

O’Dwyer, 2014) to study Bitcoin electricity use from 2009 to 2014. In 
subsequent studies, it was used to assess the electricity used by not only 
Bitcoin (de Vries, 2018; Deetman, 2016; Digiconomist, 2020; Jiang 
et al., 2021; Köhler and Pizzol, 2019; Krause and Tolaymat, 2018; 
McCook, 2014, 2015, 2018, 2015; Moomaw, 2010; Mora et al., 2018; 
Sedlmeir et al., 2020; Stoll et al., 2019; Valfells and Egilsson, 2016; 
Vranken, 2017; Zade et al., 2019), but also Ethereum (Krause and Tol-
aymat, 2018; Sedlmeir et al., 2020; Zade et al., 2019), Litecoin (Krause 
and Tolaymat, 2018), and Monero (Krause and Tolaymat, 2018). It has 
also been used in (Gallersdörfer et al., 2020) to study the electricity used 
by the top 20 cryptocurrencies by market capitalization. This approach 
can technically be applied to estimate the power use of validating nodes 
in any blockchain network system that employs the PoW consensus al-
gorithm. It was one of the most frequently-used methods in our pool of 

reviewed studies due to lack of data on the installed base of mining rigs 
in cryptocurrency mining networks, which is a barrier to estimating 
blockchain electricity use using bottom-up accounting. 

In the top-down method, the electricity use of a PoW-based block-
chain system is approximated by multiplying the network hash rate by 
an assumed average mining rig efficiency (see eq. (1)). This approach 
inherently excludes client devices, distributed storage, and network 
communications from its system boundary. It may also ignore the power 
loss in the power supply equipment depending on whether power supply 
efficiency was accounted in the hardware efficiency. Sometimes, an 
additional PUE value (Lei and Masanet, 2020) is applied in this equation 
to account for the power use of cooling systems. However, given the 
significant uncertainty in establishing the average energy efficiency of 
mining/validating hardware, and the exclusion of other subsystems in 
this method, the top-down approach seems most suitable for generating 
a lower bound system energy estimate when applying the most efficient 
hardware available during a given time-frame (Kamiya, 2019). 

P=H*e*PUE (1)  

where P is power consumption (W), H is hash rate (hash/second), e is 
energy efficiency of the hardware (J/hash), PUE is power usage effec-
tiveness. 

4.1.2. Economic approach 
The economic approach is another method that has been used to 

estimate the electricity use of both Bitcoin and Ethereum mining 
(Bendiksen et al., 2018; Bendiksen and Gibbons, 2019a, 2019b, 2019b; 
de Vries, 2018; Digiconomist, 2020; Sedlmeir et al., 2020; Stoll et al., 

Table 3 
Assessment of best practice adherence by study. 

N. Lei et al.                                                                                                                                                                                                                                      



Energy Policy 156 (2021) 112422

9

2019; Vranken, 2017). This method starts from the assumption that 
cryptocurrency miners in the market follow economically-rational 
behavior. Namely, that mining should be a profitable activity, thus the 
power use of mining at the break-even point where mining revenue 
equals mining electricity cost can be described as: 

P=
(
Nt +Nf ,t

)
* V*ϕ

/
(p * t) (2)  

where Nt is the number of crypto coins generated during time period t 
(coins), Nf ,t is the transaction fees during time period t (coins), V is the 
market price of the crypto coin (USD/coin), ϕ is the percentage of 
mining revenues spent on electricity (including mining and its overhead 
electricity use such as cooling), p is the electricity cost (USD/J), t is the 
time period (second). 

The economic approach could theoretically be used to estimate 
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electricity consumption for any cryptocurrency validating nodes that are 
associated with a mining reward. The approach could also capture the 
electricity consumption of validating node power supplies and cooling 
systems, if such costs are included in ϕ, whereas the electricity con-
sumption of access and core networks, distributed storage, and client 
devices are excluded. However, the estimate given by the economic 
method is very sensitive to different choices of ϕ, V, and p in eq. (2). In 
fact, ϕ is prone to be a subjective choice of the analyst, p is highly 
geographically dependent, and V can be highly volatile over time (with 
variations occurring over time-steps as short as minutes). Although ef-
forts have been made to reduce the effect of V by using the moving 
average of the crypto coin price, the choice of the moving average time 
of is also arbitrary. All of the aforementioned reasons indicate that the 
direct energy use estimates derived by the economic approach can be 
highly uncertain, with several studies suggesting it may result in over- 
estimated power use values (Bevand, 2017, 2018, 2017; Vranken, 
2017). 

4.1.3. Hybrid top-down approach 
The hybrid top-down approach was initially developed by Bevand 

(2017) to reduce the uncertainty in the distribution of mining hardware 
efficiencies from an economic point of view (Bevand, 2017, 2018). The 
hybrid top-down approach leverages both top-down and economic ap-
proaches to produce uncertainty bounds of power consumed by vali-
dating nodes in the blockchain system, which has also been used in 
subsequent studies by other authors (CBECI, 2020; Küfeoğlu and 
Özkuran, 2019). Following the assumption that miners will run the 
mining hardware if it is profitable, this method first establishes a sam-
pling rejection threshold described as: 

eth =
(
Nt +Nf ,t

)
*V

/(
p *

∮

t

H
)

(3)  

where eth is the sampling rejection threshold (J/hash), 
∮

t
H is the inte-

gration of the network hash rate across time period t (hash). 
Thus, eth is a temporal (V and H) and spatial (p) dependent parameter 

and given a vector e⇀ representing the efficiencies of all the mining 
hardware available on the market, a vector e⇀p describing all the prof-

itable mining hardware over the market can be derived, where all the 
element of e⇀p should be no larger than eth. Finally, a lower and an upper 
bound energy estimate of the validating nodes can be calculated 
applying eq. (1), where inputs for the lower and upper bound are 
respectively the most and least efficient miners in the vector e⇀p. 

The hybrid top-down approach can be used for estimating validating 
node electricity use in PoW-based cryptocurrency blockchain systems. 
However, access and core network energy use, distributed storage en-
ergy use, and client device energy use are excluded. Theoretically, it is a 
preferable approach to simpler top-down methods because it considers 
mining hardware efficiency as a function of profitability, based on the 
assumed prices of crypto coins. However, this approach can only be used 
to reduce the uncertainty from the top-down approach because the real 
probability distribution of the mining rigs is unknown, which requires 
further research investigation and more public data sharing. 

4.1.4. Extrapolation based on direct measurement 
Another method to estimate the power use of blockchain network is 

to directly measure the power consumption and hash rates or node 
numbers within a small network, which can then be used to derive a 
representative energy intensity (i.e. joule per hash (Li et al., 2019) or 
joule per node (Cole and Cheng, 2018)). Next, the electricity use of 
validating nodes across the blockchain network can be extrapolated by 
multiplying the energy intensity by the total network hash rate or total 
network nodes. This method has been used in (Li et al., 2019) to estimate 
the electricity of Monero mining, which features a similar approach to 
the top-down modeling method, but the joule per hash derived here is 
based on a small number of samples in a test network. Similarly, in (Cole 
and Cheng, 2018), this method is proposed for energy modeling of 
Ripple and Steller system using measured joules per node. However 
(Cole and Cheng, 2018), only provides the final formulas for the energy 
estimation since the number of the nodes in the network is unknown. 
Like the other methods described in this section, it excludes access and 
core network energy use, distributed storage energy use, and client de-
vice energy use. 

4.2. Literature assessment 

Table 3 summarizes our assessment of the aforementioned 22 

Fig. 2. Global power consumption of Bitcoin mining (study 17 did not focus on power consumption of Bitcoin mining, and study 22 focused on future scenario 
analyses, thus were not included in this figure). 
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blockchain energy studies according to the best practices identified in 
Section 3. Explanations for the ratings assigned to each study can be 
found in the SI. 

Notably, for some criteria exemplars are lacking because: a) none of 
the studies used a bottom-up modeling approach (Best Practice 2); b) the 
only study that used measured data was based on a very small number of 
samples (Best Practice 3); c) only 3 studies partially considered the ca-
pacity utilization of system equipment (Best Practice 5); and d) studies 
that considered locational variations of grid mixes or PUE values were 
largely based on educated guesswork (Best Practice 6). 

Overall, it can be seen that Cambridge Bitcoin Electricity Con-
sumption Index (CBECI) (CBECI, 2020) demonstrated the best adher-
ence to our proposed best practices by:  

• performing time-series mining equipment efficiency sampling and 
analysis (Best Practices 4 and 8);  

• quantifying uncertainties based on a hybrid top-down modeling 
method while allowing full randomness of input parameters such as 
electricity prices (Best Practice 7);  

• avoiding simplistic extrapolations such as scaling a single day power 
estimate to the whole year (Bendiksen et al., 2018; Bendiksen and 
Gibbons, 2019a, 2019b, 2019b; de Vries, 2020; McCook, 2014, 2015, 
2014; Sedlmeir et al., 2020), extrapolating future blockchain energy 
use based on transaction numbers (Mora et al., 2018) or network 
difficulty trends (Deetman, 2016; Zade et al., 2019), or extrapolating 
locational blockchain energy use based on assumed mining locations 
(Li et al., 2019) (Best Practice 9); 

• providing a web-based interface with transparent data and meth-
odology documentation (Best Practice 10). 

Similarly, the studies conducted by Stoll (Stoll et al., 2019), Özkuran 
(Küfeoğlu and Özkuran, 2019), and Bevand (Bevand, 2017, 2018) also 
demonstrate high compliance with our proposed best practices. And the 
two studies from Bevand, upon which the CBECI is based, are the only 
ones to consider overclocking situations of certain types of mining rigs as 
a capacity utilization effect (Best Practice 5). 

It is also worth noting that the study from Köhler (Köhler and Pizzol, 
2019) is the only one that considered the energy consumption of 
non-validating nodes in the blockchain network (Best Practice 1), albeit 
as a simplistic preliminary estimate that requires further investigation. 

Additionally, the numerical estimates of studies that consider power 
consumption of Bitcoin mining were plotted in Fig. 2, from which 
several observations can be made. First, while the body of literature 
suggests that Bitcoin energy use has been increasing over time, so too 
has the divergence in study results, leaving policy makers with large 
uncertainties. On the one hand, diverging estimates can be valuable for 
robust energy policy decisions, as they can be useful for bounding 
possible energy demand ranges. On the other hand, growing divergence 
can signal to policy makers that more investment is needed in improved 
data sources and adherence to analytical best practices (see Section 5), 
both of which can minimize “reducible” uncertainties. 

Second, the (Mora et al., 2018) outlier clearly conveys the risks of 
making simplistic extrapolations (Masanet et al., 2019), resulting in near 
order-of-magnitude differences compared other studies. Third, those 
studies that considered only single-year annual averages (Mora et al., 
2018; Zade et al., 2019) were unable to capture intra-year energy 
growth trends identified by other authors, and thereby left out the 
important element of energy demand directionality for policy makers. 
Finally, the lack of retrospective time-series analyses by most studies 
leaves open questions about the robustness of their methods to rapid 
changes in technologies and demand drivers over time. 

5. Research and policy recommendations 

Our assessment in Table 3 revealed a substantial variance in the body 
of literature to date with respect to adherence to best-practice analysis 

and reporting principles. Some of the observed lapses relate to issues 
that can be readily avoided through more careful analysis and greater 
reporting transparency among researchers, such as providing open and 
complete model documentation. However, most of the observed lapses 
stem from current data gaps and insufficiently nuanced understandings 
of blockchain technologies and their operational characteristics in the 
real world. These latter lapses can be avoided in the future through 
policy actions that specifically target/fund research that generates bet-
ter data and empirical evidence for the energy analysis community on 
blockchain technology systems and their applications. 

Therefore, below we offer two categories of future research recom-
mendations. The first category stresses best practices that must be fol-
lowed to ensure that future research is credible, transparent, and 
maximally useful to the energy policy community. In short, these are the 
minimum attributes that energy policy analysts should look for when 
utilizing study results. We refer to this category as “procedural best 
practices,“. 

The second category suggests research agendas that can be promoted 
and funded by policy makers to both generate the data and enable the 
robust analyses necessary for producing direct energy use estimates that 
can be used with confidence in energy policy decisions. We refer to this 
category as “Near-term policy priorities for research.” Clearly, these two 
categories are not-mutually exclusive: future research must follow the 
procedural best practices for maximum utility. Finally, each recom-
mendation indicates the relevant best practice(s) identified in this paper 
in parentheses. 

5.1. Procedural best practices  

• Studies must provide open and complete model documentation 
(10). Without such documentation, it can be impossible for other 
researchers to fully replicate a study’s results. In addition to doc-
umenting fundamental equations, researchers should make their 
model execution code or modeling files available in public re-
positories such as GitHub for direct use by the policy analysis com-
munity. Importantly, research published in journals that provide 
Open Science Badges (Kidwell et al., 2016) can ensure persistent 
access to modeling files and increase data sharing opportunities.  

• Studies must explicit state the system boundaries associated with 
the analysis (1), ideally through the use of a systems diagram that 
clearly indicates which technology components are included in the 
analysis and which are not. Explicit documentation of system 
boundaries enables the policy analysis community to more easily 
compare results to other studies and determine how results can and 
cannot be used in future research. Additionally, researchers should 
explain any decisions to exclude certain technology components 
from the system boundary, and discuss any potential limitations of 
the study that may result from such exclusions. The ideal system 
boundary to capture the direct energy use of blockchain systems has 
been discussed in Section 2.  

• Studies must avoid simplistic extrapolations (9) of past or present- 
day blockchain energy use estimates into the future. Blockchain 
technologies and applications are evolving rapidly (CBECI, 2020; 
Vranken, 2017); therefore, past or present-day energy use is not a 
reliable indicator of future energy use, as can clearly be observed in 
Fig. 2. In fact, for cryptocurrency mining, the technologies engaged, 
their efficiencies, and the system conditions involved (e.g., network 
hash rates, difficulty levels, cryptocurrency values) can change so 
rapidly that system energy use can change on a daily basis (Koomey, 
2019). For example, one observed study (Mora et al., 2018) extrap-
olated the energy use of cryptocurrency mining rigs decades into the 
future without considering the rapid pace of mining rig efficiency 
improvements, erroneously predicting massive growth in mining 
emissions (Masanet et al., 2019). Therefore, this recommendation 
applies as a core best practice for study design, since the history of IT 
energy analysis has shown that simplistic extrapolations nearly 
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always deliver misleading results (Koomey, 2017; Koomey et al., 
2002).  

• Finally, future blockchain energy use estimates should always be 
peer-reviewed. While most—but not all—of the observed studies 
fall into this category, they all share the common trait of providing 
early estimates for a rapidly evolving technology class that is 
attracting high interest in the energy, policy, and business commu-
nities. It follows that such early estimates can have an outsized in-
fluence on shaping popular perceptions about blockchain energy use 
and where it may be headed. These early perceptions can become 
ensconced as conventional wisdom that is often difficult to undo 
(Koomey, 2017). Thus, peer review is an important quality check to 
ensure adherence to the best practices summarized here. Given the 
many data gaps and unknowns, peer review can also ensure that 
assumptions are reasonable and expose researchers to the latest and 
best information to improve a study before it is released. 

5.2. Near-term policy priorities for research  

• One of the most important areas of future research is to gather 
measured energy use data (3) for the IT technologies that comprise 
the blockchain system, with a particular focus on purpose-built 
computing equipment such as cryptocurrency mining rigs for 
which empirical data gaps are pervasive. All but one (Li et al., 2019) 
of the observed studies relied on manufacturer specification data or 
other estimation techniques in lieu of using measured data, given the 
lack of such data in the literature. However, previous research on IT 
energy use has shown that manufacturer specifications are often a 
poor substitute for measured data (Koomey et al., 2009; Moomaw, 
2010; Norford et al., 1990), whereas direct energy measurements can 
subject equipment to a range of different loading and environmental 
conditions, leading to more robust estimates. In addition to 
measured data for mining rigs, other priority data gaps include 
servers and storage devices, network equipment for blockchain 
communications, and client device equipment dedicated to proc-
essing/recording blockchain transactions. Direct energy measure-
ments can also force researchers to include important ancillary 
equipment in measurements, such as computing unit power supplies 
or storage controllers, which may be overlooked when using manu-
facturer equipment specifications (Malone and O’Dwyer, 2014; 
McCook, 2018, 2015; 2014; Mora et al., 2018). In lieu of direct en-
ergy use estimates, researchers can also consider surveying operators 
of various subsystems within the blockchain system—e.g., 
computing center operators—which may monitor energy use and 
activity levels at the facility or device levels.  

• As part of gathering measured energy data, a deeper understanding 
of capacity utilization effects (5) is required. This recommendation 
involves two lines of inquiry. First, direct energy measurements 
should establish the idle power draw, the maximum power draw, and 
the functional relationship between the device activity level (e.g., 
percent processor utilization of a server, hash rate of a mining rig, 
data transfer rate of a communications device) and the power draw 
that will occur between these two limits. This research can follow the 
example set by the SPEC Power Benchmark (Fuchs et al., 2020), 
which established a measurement protocol for establishing such a 
functional relationship for servers. Second, the actual capacity uti-
lizations of equipment in operating blockchain systems should be 
observed and quantified, and as temporal functions, to get a better 
understanding of real-world capacity utilization levels. This infor-
mation, coupled with measured power data and power-activity 
functions, can help develop more accurate estimates of direct en-
ergy use.  

• In addition to better technology-level power data, there is a pressing 
need for developing estimation methods for and datasets on the 
installed base (2) of dedicated blockchain technologies, such as 
cryptocurrency mining rigs or specialized transaction equipment. As 

discussed in Section 3, the most accurate IT energy models are 
generally built in bottom-up fashion based on installed base data. 
However, there are no publicly-available datasets on the numbers of 
cryptocurrency mining rigs or other blockchain-enabled energy ap-
plications, which is a major barrier to bottom-up methods moving 
forward (Koomey, 2019). As a result, the variation in the energy 
consumption estimations by different studies can be quite large due 
to varied assumptions (Fig. 2). The research community should be 
encouraged to seek out partnerships with device manufacturers, 
blockchain application start-ups, and market analysts to lay out a 
research strategy for deriving installed base estimates. Such agenda 
could include data science strategies for using a combination of 
shipment data on equipment or key equipment components (e.g., 
purpose-built ASICS), top-down inferencing, strategic sampling of 
known projects, or network activity data.  

• Given the rapid pace of technological change in blockchain systems, 
a better understanding of equipment lifespans/stock turnover 
and generational improvements (4) in power profiles and power- 
activity functions is needed, to quantify the pace and drivers of ef-
ficiency trends over time. This understanding is necessary for 
selecting the appropriate time period of technology data in a given 
analysis (4), for performing retrospective time series analyses (8), 
and for scenario exercises that may project the energy use of block-
chain systems into the future (9). Such an understanding could be 
based on a combination of retrospective sampling of technologies for 
direct energy use measurements and modeling of key technology 
performance indicators from manufacturer specification data on key 
system components over time (e.g, joules per hash evolution of 
mining rigs, server processor watt-hours per computation, kWh per 
terabyte of storage).  

• A better understanding of how spatial variations may affect the 
direct energy use (6) of blockchain systems is also required, given 
that local climates can affect computing center cooling energy use 
(Lei and Masanet, 2020), network connection types and technologies 
can affect communications energy use (IEA, 2017a), and local elec-
tricity grid mixes will determine the broader environmental impacts 
of system electricity use, such as CO2 emissions. This line of research 
could employ data integration techniques involving known block-
chain computing center locations, announced blockchain projects, 
market analyst insights on blockchain industry stakeholders, and 
statistical inferencing techniques, as well as develop models that can 
simulate the relationship between important spatial factors and en-
ergy use of archetypal blockchain systems.  

• A better understanding of the dynamic relationship between 
consensus algorithms, difficulty adjustments, validation node 
stock evolution, and validation node energy use (4) is also 
required, since these factors are highly interdependent and can 
change quickly in cryptocurrency systems due to market effects. 
Theoretical models are needed that accurately quantify the historical 
relationships between these variables, which can be used to conduct 
scenario analyses that consider different rates of technological 
change, market conditions, and system designs for understanding 
possible future trajectories in energy use. 

• Compiling and maintaining databases of blockchain applica-
tions deployed worldwide would be an important resource for the 
energy analyst community and policy makers alike. Such a database 
could document the locations, consensus algorithms, IT device 
characteristics, applications, and energy estimates of existing and 
announced projects. This resource would be similar to other tech-
nology tracking datasets like those for EV charging stations, battery 
storage, or solar PV installations (IEA, 2021), which enable market 
monitoring and energy use tracking. Early research should be aimed 
at developing an open platform with data fields that are relevant for 
energy modeling, populating the dataset with known projects and 
information, and encouraging community-based contributions 
moving forward. 
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• Finally, methods for proper treatment of uncertainty (7) in direct 
energy use estimates should be developed, inclusive of model- and 
empirical-based inquiries to identify sensitive system parameters, 
establishing evidence-based distributions for those parameters, and 
generating credible uncertainty ranges. Such research would provide 
the dual benefit of communicating to decision makers the inherent 
uncertainty in modeled estimates while identifying future research 
that could reduce key uncertainties. In addition to parameter un-
certainty research, the research community should consider inter- 
model comparisons to explore structural uncertainties in different 
models, and construct bounding scenarios for time-series analyses for 
more robust decisions. 

6. Conclusions and policy implications 

This paper provided a review of blockchain system components, 
energy demand drivers, and emerging applications to enable an 
improved understanding of this emerging technology system among the 
energy policy community, and which further underscored the need for 
better assessments of its energy implications moving forward. Such as-
sessments will depend on accurate estimates of direct energy re-
quirements, which should be guided by best practice analysis standards. 
We proposed 10 standards that can be used by energy policy makers and 
analysts for assessing the quality and limitations of literature estimates, 
and for guiding future energy analyses of blockchain systems. Our re-
view found that adherence to these best practices has been spotty in the 
literature to date, which presents a barrier for confidence synthesis and 
use of results by energy policy makers. Our proposed best practices can 
serve as a blueprint for energy policy analysts to generate more robust, 
transparent, replicable, and policy-relevant results in the future, but 
these efforts should also be encouraged and supported by policy makers. 
The priority research areas summarized in Section 5.2 present specific 
opportunities for doing so through public research funding, which is an 
important first step. 

CRediT authorship contribution statement 

Nuoa Lei: Conceptualization, Methodology, Software, Validation, 
Formal analysis, Investigation, Data curation, Writing – original draft, 
Writing – review & editing, Visualization. Eric Masanet: Conceptuali-
zation, Methodology, Validation, Investigation, Writing – original draft, 
Writing – review & editing, Supervision, Project administration, Fund-
ing acquisition. Jonathan Koomey: Conceptualization, Methodology, 
Validation, Investigation, Writing – original draft, Writing – review & 
editing, Supervision, Project administration, Funding acquisition. 

Declaration of competing interest 

The authors declare that they have no known competing financial 
interests or personal relationships that could have appeared to influence 
the work reported in this paper. 

Acknowledgements 

The authors gratefully acknowledge funding for this work from the 
Alfred P. Sloan Foundation. 

Appendix A. Supplementary data 

Supplementary data to this article can be found online at https://doi. 
org/10.1016/j.enpol.2021.112422. 

References 

Alstone, P., Potter, J., Piette, M.A., Schwartz, P., Berger, M.A., Dunn, L.N., Smith, S.J., 
Sohn, M.D., Aghajanzadeh, A., Stensson, S., Szinai, J., 2017. 2025 California demand 

response potential study phase 2 report. Lawrence Berkeley Natl. Lab. LBNL- 
2001113.  

Andoni, M., Robu, V., Flynn, D., Abram, S., Geach, D., Jenkins, D., McCallum, P., 
Peacock, A., 2019. Blockchain technology in the energy sector: a systematic review 
of challenges and opportunities. Renew. Sustain. Energy Rev. Pergamon. https://doi. 
org/10.1016/j.rser.2018.10.014. 

Andrae, A., Edler, T., 2015. On global electricity usage of communication technology: 
trends to 2030. Challenges 6, 117–157. https://doi.org/10.3390/challe6010117. 

Aslan, J., Mayers, K., Koomey, J.G., France, C., 2018. Electricity intensity of internet data 
transmission untangling the estimates. J. Ind. Ecol. 22 https://doi.org/10.1111/ 
jiec.12630. 

Atlam, H.F., Wills, G.B., 2019a. Technical aspects of blockchain and IoT. In: Advances in 
Computers. https://doi.org/10.1016/bs.adcom.2018.10.006. 

Atlam, H.F., Wills, G.B., 2019b. Intersections between IoT and distributed ledger. In: 
Advances in Computers. https://doi.org/10.1016/bs.adcom.2018.12.001. 

Bendiksen, C., Gibbons, S., 2019a. Bitcoin mining network report June 2019 [WWW 
Document]. CoinShares.  

Bendiksen, C., Gibbons, S., 2019b. Bitcoin mining network report december 2019 [WWW 
Document]. CoinShares.  

Bendiksen, C., Gibbons, S., Lim, E., 2018. Bitcoin mining network report nov 2018 
[WWW Document]. CoinShares.  

Bevand, M., 2017. Op ed: bitcoin miners consume A reasonable amount of energy — and 
it’s all worth it [WWW Document]. URL. https://bitcoinmagazine.com/articles 
/op-ed-bitcoin-miners-consume-reasonable-amount-energy-and-its-all-worth-it. 
accessed 7.3.20.  

Bevand, M., 2018. Electricity consumption of Bitcoin: a market-based and technical 
analysis [WWW Document]. URL. http://blog.zorinaq.com/bitcoin-electricity-con 
sumption/. accessed 7.3.20.  

Binance Academy, 2020a. What are nodes? | binance Academy [WWW Document]. URL. 
https://academy.binance.com/blockchain/what-are-nodes. accessed 7.1.20.  

Binance Academy, 2020b. Proof of burn explained | binance Academy [WWW 
Document]. URL. https://academy.binance.com/blockchain/proof-of-burn-explaine 
d. accessed 7.1.20.  

Binance Academy, 2020c. Proof of authority explained | binance Academy [WWW 
Document]. URL. https://academy.binance.com/blockchain/proof-of-authority- 
explained. accessed 7.1.20.  

Bondarev, M., 2020. Energy consumption of bitcoin mining. Int. J. Energy Econ. Policy 
10 (4), 525–529. https://doi.org/10.32479/ijeep.9276. 

Burstcoin, 2020. Burstcoin » PoC (Proof of Capacity) an ecofriendly consensus 
mechanism [WWW Document]. URL. https://www.burst-coin.org/features/proof- 
of-capacity/. accessed 7.2.20.  

Castro, M., Liskov, B., 2002. Practical byzantine fault tolerance and proactive recovery. 
ACM Trans. Comput. Syst. 398–461. https://doi.org/10.1145/571637.571640. 

CBECI, 2020. Cambridge bitcoin electricity consumption Index (CBECI) [WWW 
Document]. URL. https://www.cbeci.org/. accessed 7.3.20.  

Chargemap, 2020. Chargemap Pass: the pass to charge your electric car with peace of 
mind [WWW Document]. URL. https://chargemap.com/pass. accessed 7.5.20.  

Clancy, H., 2019. Can blockchain catalyze carbon removal? | Greenbiz [WWW 
Document]. GreenBiz. URL. https://www.greenbiz.com/article/can-blockchain-cata 
lyze-carbon-removal. accessed 7.7.20.  

Cole, R., Cheng, L., 2018. Modeling the energy consumption of blockchain consensus 
algorithms. In: Proceedings - IEEE 2018 International Congress on Cybermatics: 
2018 IEEE Conferences on Internet of Things, Green Computing and 
Communications, Cyber, Physical and Social Computing. Smart Data, Blockchain, 
Computer and Information Technology, IThings/Gree. https://doi.org/10.1109/ 
Cybermatics_2018.2018.00282. 

Counterparty, 2014. Why proof-of-burn | counterparty [WWW Document]. URL. https 
://counterparty.io/news/why-proof-of-burn/. accessed 7.1.20.  

de Vries, A., 2018. Bitcoin’s growing energy problem. Joule. https://doi.org/10.1016/j. 
joule.2018.04.016. 

de Vries, A., 2020. Bitcoin’s energy consumption is underestimated: a market dynamics 
approach. Energy Res. Soc. Sci. https://doi.org/10.1016/j.erss.2020.101721. 

Deetman, S., 2016. Bitcoin could consume as much electricity as Denmark by 2020 
[WWW Document]. motherboard.vice.com. URL. https://www.vice.com/en/article 
/aek3za/bitcoin-could-consume-as-much-electricity-as-denmark-by-2020. accessed 
3.27.21.  

Di Silvestre, M.L., Gallo, P., Guerrero, J.M., Musca, R., Riva Sanseverino, E., Sciumè, G., 
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