THE POLITICAL ECONOMY OF BITCOIN
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The recent proliferation of bitcoin has been a boon for users but might pose
problems for governments. Indeed, some governments have already taken steps to ban
or discourage the use of bitcoin. In a model with endogenous matching and random
consumption preferences, we find multiple monetary equilibria including one in which
bitcoin coexists with official currency. We then identify the conditions under which
government transactions policy might deter the use of bitcoin. We show that such a policy
becomes more difficult if some users strictly prefer bitcoin because they can avoid other
users holding the official currency in the matching process. (JEL C78, E41, E42, E50)

I. INTRODUCTION

On October 14, 2013, Baidu, a web ser-
vices company that runs the largest search
engine in China, began accepting bitcoin. This
single action opened the bitcoin network to
roughly 570 million internet users in China and
prompted other internet companies to consider
the cryptocurrency more seriously. The closing
price of bitcoin, which averaged just $124 over
the 2-week period prior to the announcement,
increased to $170 over the 2-week period fol-
lowing the announcement.! As the demand for
bitcoin increased, the authorities took notice.
The People’s Bank of China issued a statement
on December 5, 2013 prohibiting financial insti-
tutions and payment companies from buying,
selling, quoting prices in, or insuring prod-
ucts linked to bitcoin. Baidu stopped accepting
bitcoin the very next day.
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1. Closing prices used in these calculations come
from the Bitstamp exchange, as reported at http://www
.bitcoincharts.com/.
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China is not the only user; although the
network of bitcoin users is relatively small at
present and economists are, for the most part,
skeptical that bitcoin will ever gain widespread
acceptance, the rapid growth of the bitcoin net-
work has prompted some governments to ban
or discourage the use of bitcoin.> Government
officials seem to worry that bitcoin, which offers
a secure and quasi-anonymous way to make dig-
ital payments, will be used for illicit transactions
and will impede the administration of monetary
policy or raising revenues. In some important
respects, the legal issues surrounding bitcoin
echo older debates. “The idea that governments
issue ‘money’ and declare what qualifies as
‘legal tender’ is an ancient notion,” Middlebrook
and Hughes (2014, 848) explain. “The history of
regulating money and legal tender suggests that it
is not likely that governments will surrender their
privileges to regulate cryptocurrency issuers,
exchanges, administrators, or users.”

Can a government successfully prevent bit-
coin transactions? In what follows, we consider

2. Luther (Forthcoming, b) explains why bitcoin is
unlikely to be adopted in the absence of significant monetary
instability or government support. See also Luther and White
(2014) and Luther (Forthcoming, a).
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whether government transactions policy would
eliminate the use of bitcoin or simply relegate
its use to areas effectively beyond the reach of
government (e.g., black markets, small-value
exchange, etc.). Using a monetary model with
endogenous search and random consumption
preferences developed by Hogan and Luther
(2014), we articulate the conditions under which
a government-issued currency and bitcoin might
coexist, as well as the conditions under which
one or neither of the different forms of money
circulate. Then, we impose a government trans-
actions policy whereby those agents controlled
by the government refuse to accept bitcoin as
payment and examine the effects of this policy
on the circulation of bitcoin.

The model employed herein combines insights
from Kiyotaki and Wright (1993), in which
agents are matched randomly for trade, and
Corbae et al. (2003), in which agents deliber-
ately choose with whom to trade. Agents in the
model deliberately choose with whom to trade,
but are then subject to random consumption pref-
erences. One way to think of this assumption is
that agents who wish to consume arrive at a place
where they would like to make a purchase, but
might decide not to buy anything. Although the
decision to buy is random, the choice of where
to shop is not.> Allowing agents to choose their
trading partners means that some transactions
might exist beyond the reach of government.

The use of a government transactions policy
follows from Aiyagari and Wallace (1997) and Li
and Wright (1998). Others have used government
transactions policies to consider the implications
of competing money assets. However, our anal-
ysis differs from previous works in important
ways. For example, Lotz and Rocheteau (2002)
consider whether a government transactions
policy can support the launch of a new currency.
They use a random matching model and only
consider a transactions policy that compels
agents to hold government-issued money. Sim-
ilarly, Waller and Curtis (2003) consider the
use of government transactions policy in the
context of competing international currencies.
They also limit considerations to the random
matching model.

We maintain that the matching mechanism is
important when considering monetary compe-
tition and control. In an endogenous matching

3. This framework is similar to the partially directed
search model of Goldberg (2007), who assumes that agents
know what good they want, but that the particular trading
partner is random.

environment, where an agent’s type and money
holdings are observable, a producing agent might
seek to avoid someone holding a particular type
of money that the agent does not wish to accept.
In a random matching environment, by contrast,
agents will occasionally be matched with such
partners. As a result, they might accept a partic-
ular type of money that they would prefer not to
if the surplus from trade is non-negative.* Such
features seem especially relevant in the context
of bitcoin, which some users employ to make
illicit transactions. If an agent who prefers to
transact with bitcoin can avoid those holding the
official currency favored by government, some
transactions are effectively (though only proba-
bilistically) beyond the reach of the state.”> Such
scenarios cannot be studied in traditional ran-
dom matching models or in simple endogenous
matching models, but only in models that employ
endogenous matching where consumers can have
preferences for particular goods.

In general, we find that the government’s
refusal to accept bitcoin is not, in and of itself,
sufficient to prevent bitcoin transactions in equi-
librium. To eliminate all bitcoin transactions, the
government must control a sufficient size of the
economy. This size is a function of preferences,
the cost of production, and exogenous variables
in the model. The size threshold is also depen-
dent on the fraction of agents who are willing
to accept the official currency. If every agent is
willing to accept the official currency, then the
size threshold for the government is lower and it
is easier to prevent the circulation of bitcoin. On
the other hand, if there are agents who strictly
prefer bitcoin, a refusal to accept the official
currency on the part of these agents would make
it more difficult, in some cases impossible, for
the government to prevent the circulation of
bitcoin. We conclude by exploring the country
characteristics that might make bitcoin more
likely to succeed or more resistant to government

4. This point is similar to that made by Corbae et al.
(2002) regarding the importance of inside versus outside
money. In short, Calvacanti and Wallace (1999) argue that
inside money yields superior allocations to outside money.
However, this advantage is due to the existence of random
matching. If someone capable of issuing inside money is ran-
domly matched with a producer, trade is possible even though
neither of them is holding outside money. With endogenous
matching, however, these two individuals would never meet.

5. Of course, this presupposes some bitcoin is held by
private agents. If the government were to acquire all the
available bitcoin, one could no longer choose to match with
someone holding bitcoin and execute a transaction that the
government does not approve.
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intervention and by discussing potential areas for
future research.

Il.  BITCOIN AND THE GOVERNMENT

Bitcoin is a digital currency that provides
a secure, low-cost platform for electronic pay-
ments. Developed by Nakamoto (2008), the
bitcoin network was launched in 2009 and has
grown considerably in recent years.® The rapid
growth of the bitcoin network, combined with
some of the unique features of the currency,
has prompted governments to take notice. Some
governments have even taken steps to prohibit
its citizens from transacting with bitcoin. In this
section, we provide a brief primer on bitcoin and
consider government responses to its use.

The bitcoin protocol processes transactions
over a distributed network using public—private
key technology. When a sender transfers funds to
a recipient using the bitcoin client, a transaction
request is generated. The sender confirms access
to the funds being sent with his private key and
identifies the recipient by her public key. Once
a transaction request is signed with a sender’s
private key, anyone on the network can use the
sender’s public key to verify that the legitimate
account holder approved the request.

The transaction request is bundled into a block
with other transactions being made. All users
running the bitcoin client effectively compete
to process the transactions block. This involves
solving a complicated cryptography problem,
which basically amounts to a brute force search
for an essentially random string of characters.
The solution to the cryptography problem certi-
fies that the transaction block being processed is
consistent with the existing blockchain, a public
record of all past transactions.” Once a user on
the network successfully hashes the block and
six other users verify the solution, the blockchain
is modified to reflect the transactions referenced
in the processed block. The recipient can now
use her private key to generate a new transactions
request, transferring the recently received funds
to someone else. Processing transactions in this
manner ensures that a user does not spend the

6. White (2015) compares the market capitalization of
bitcoin to supplies of state fiat currencies. With a market
capitalization of $5.4 billion, bitcoin is on par with national
currencies like the Bahamas dollar ($6.2b), Botswana pula
($5.7b), Ugandan shilling, ($5.3b), and Moldovan leu ($4.5b).

7. Luther and Olson (2015) maintain that bitcoin can be
classified as “memory” since “bitcoin functions as a public
record-keeping device” (p. 1).

same balance twice without relying on a central
clearinghouse authority.

Users running the bitcoin client are rewarded
whenever they are the first to successfully process
a block of transactions. The reward comes in
the form of newly created bitcoin, known as
the coinbase. The bitcoin protocol varies the
difficulty of processing the block of transactions
to ensure that, on average, one block is processed
every 10minutes. The number of coins in the
coinbase is cut in half every 210,000 blocks (or,
roughly, 4 years). As such, the total supply of
bitcoin in circulation grows at a predictable rate,
asymptotically approaching 21 million.® The
last bitcoin is scheduled to enter circulation in
September 2140.°

Bitcoin has several features that, while
offering advantages to users over traditional
currencies, also provide grounds for government
action to discourage or prevent bitcoin use.'’
In general, justifications for government action
come in two forms: bitcoin (1) enables private
agents to complete illegal transactions, which a
government has already committed to prohibit or
(2) precludes a government from accomplishing
tasks assigned to it, such as conducting monetary
policy or raising revenues. We identify several of
these features below.

The bitcoin system operates largely outside
traditional financial institutions and without
regard to national borders. As such, many users
have been able to circumvent the existing regula-
tory framework. When transacting with bitcoin,
there are no disclosures, no reporting, and no
inquiries on large transactions. Regardless of
origin, there is no distinction between sending
funds to Arkansas or Afghanistan.

Furthermore, users on the system are iden-
tifiable only by their virtual addresses. Some
intermediaries, like Coinbase, require users link
their bitcoin address to a traditional bank account.
However, it is possible to use bitcoin without
creating an account with such intermediaries.
As such, users can acquire bitcoin and transact
without even identifying themselves in the phys-
ical world. For this reason, we say that bitcoin

8. Network computers may also charge fees for transac-
tion processing. This practice is currently used as an optional
premium to expedite transactions. As growth in the quan-
tity of bitcoins declines, however, it is likely that fee-based
transactions will become an important source of revenue for
transaction processing on the bitcoin network.

9. Hendrickson and Luther (2014) consider the value of
bitcoin in the period after the supply is fixed.

10. Luther (2015) considers popular justifications for reg-
ulating bitcoin.
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enables pseudonymous exchange. Bitcoins are
processed over a distributed network, so there is
no central entity in the system. A user’s relative
importance is determined by the amount of
computing power she is providing to the system
and no single user is essential to the process.
The lack of regulation can be viewed in
two very different lights. On the one hand, it
means the bitcoin network has not been held
back by regulations enacted prior to the spread
of e-commerce. Even if such regulations were
well intended when enacted, it is reasonable to
expect at least some are inappropriate given the
current state of technology. From this perspec-
tive, bitcoin provides a useful workaround in an
antiquated legal environment. At the same time,
one must recognize that at least some of the laws
in place reflect the desire to monitor or prevent
a given set of transactions. Traditional financial
accounts can be frozen if parties to a transaction
are engaged in illegal activities. Payments on
traditional networks can be reversed. Traditional
account holders are easy to identify in the phys-
ical world. With bitcoin, in contrast, accounts
cannot be frozen, transactions cannot be reversed,
and account holders might not be easy to identify.
The features outlined above make bitcoin
especially useful for conducting illegal transac-
tions. For example, there are roughly 50 known
gambling sites in operation that accept pay-
ments and make payouts in bitcoin. These sites
host a diverse set of games. The most popular,
SatoshiDice, allows users to send a bet to a
unique address that corresponds to a number
from 1 to 64,000. The system then generates a
lucky number by hashing a combination of the
transaction ID and a secret string that is changed
daily.!! If the number of the address where the
bet was sent is lower than the lucky number, the
user wins the respective payout. In total, play-

ers bet B1,787,470 in 2012 (Matonis 2013).12
Another site, bitZino, offers blackjack, video

poker, roulette, and craps. It serviced B664,192
in bets in 2012. Still others, like BetMoose,
offer peer-to-peer social betting where users can
create bets on anything. Users can also run their
own books on the site, taking a cut from the total
bet pot they generate. Since these sites accept
payments and make payouts in bitcoin, it is diffi-
cult to prevent those users in jurisdictions where

11. The secret string is made public once replaced so that
users can verify that hashes are legitimate.

12. We use the symbol B to denote quantities of money
denominated in bitcoin.

TABLE 1
Top 20 Categories of Goods for Sale, the
Number of Items Offered, and the Percentage of
Total Goods Offered on the Silk Road from
February 3, 2012 through July 24, 2012

Number of Percentage of
Category Items Listed Total Items Listed
Weed 3,338 13.70
Drugs 2,194 9.00
Prescription 1,784 7.30
Benzos 1,193 4.90
Books 955 3.90
Cannabis 877 3.60
Hash 820 3.40
Cocaine 630 2.60
Pills 473 1.90
Blotter (LSD) 440 1.80
Money 405 1.70
MDMA (ecstasy) 393 1.60
Erotica 385 1.60
Steroids, PEDs 376 1.50
Seeds 374 1.50
Heroin 370 1.50
DMT 343 1.40
Opioids 342 1.40
Stimulants 2901 1.20
Digital goods 260 1.10

Source: Christin (2013). Reprinted with permission.

gambling is illegal from participating. Also, once
they participate, it is difficult to identify them
and mete out the requisite punishment.

The illegal transactions facilitated by bit-
coin are not limited to gambling. In February
2011, the pseudonymous Dread Pirate Roberts
launched the Silk Road, an online marketplace
where users could buy (and sell) illicit goods and
services with (for) bitcoin.'? Tllicit transactions
on the Silk Road mostly involved illegal drugs.'*
Table 1, reproduced from Christin (2013), shows
the top 20 categories of goods for sale, the
number of items offered, and the percent of total
goods offered from February 3, 2012 through
July 24, 2012. Tables 2 and 3, also reproduced
from Christin (2013), present the most frequent
countries from which items were advertised to
be shipped over the period and the destinations

13. Since the Silk Road was operated as a Tor hidden
service, users could browse it anonymously without fear that
their traffic might be monitored by the authorities.

14. As Christin (2013, 214) reports, the Silk Road sellers’
guide advised against selling “anything who’s (sic) purpose is
to harm or defraud, such as stolen items or info, stolen credit
cards, counterfeit currency, personal info, assassinations, and
weapons of any kind.” Users were also instructed “not to list
anything related to pedophilia.” Weapons and ammunition
sales were permitted from the site’s founding until March 4,
2012, when they were transferred to The Armory, a sister site.
Due to a lack of business, the latter closed in August 2012.
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TABLE 2
Adpvertised Shipping Origin of Goods Listed on
the Silk Road from February 3, 2012 through
July 24, 2012

Percentage
Adpvertised Shipping Origin of Listings
United States 43.83
Undeclared 16.29
United Kingdom 10.15
Netherlands 6.52
Canada 5.89
Germany 4.51
Australia 3.19
India 1.23
Italy 1.03
China 0.98
Spain 0.94
France 0.82

Source: Christin (2013). Reprinted with permission.

TABLE 3
Acceptable Shipping Destinations for Goods
Listed on the Silk Road from February 3, 2012

through July 24, 2012
Percentage
Acceptable Shipping Destination of Listings
Worldwide 49.67
United States 35.15
European Union 6.19
Canada 6.05
United Kingdom 3.66
Australia 2.87
Worldwide, except United States 1.39
Germany 1.03
Norway 0.70
Switzerland 0.62
New Zealand 0.56
Undeclared 0.26

Source: Christin (2013). Reprinted with permission.

sellers were willing to ship to.!> Christin (2013)
estimates sales on the Silk Road totaled over
$1.22 million per month.

In October 2013, the FBI capture of Ross
William Ulbricht, alleged to be the Dread Pirate
Roberts, at the Glen Park Branch Library in San
Francisco resulted in the shutdown of the Silk
Road. Roughly Bl44,000, worth around $15.1
million at the time, were seized in the process.'®
However, this accomplished little in terms of

15. Percentages do not sum to 100 in the latter because
some sellers were willing to ship to multiple destinations.

16. Ulbricht pleaded not guilty to seven charges of nar-
cotics trafficking, criminal enterprise, computer hacking, and
money laundering. In July 2014, the U.S. Marshall Service

thwarting the illegal transactions. By November
2013, the Silk Road 2.0 had sprung up.!” It, too,
would be shut down in November 2014, when
Blake Benthall, alleged to be the site’s pseudony-
mous leader Defcon, was arrested. Within hours
of its shutdown, Silk Road 3.0 had launched.'$ At
present, illicit transactions are also being made
with bitcoin via Agora Marketplace.

In addition to drugs and gambling, some have
speculated that bitcoin might provide an effective
vehicle for funding terrorists. Several startups,
like Coincove, have attempted to break into the
remittances market by providing on-the-ground
exchanges in developing countries, where users
can withdraw the local-currency equivalent of bit-
coin sent from abroad. To the extent that such ser-
vices do not comply with know-your-customer
laws, they enable users to transfer funds across
borders without the scrutiny imposed by tradi-
tional remittance companies.'® As such, funds
might be sent with the intent to fund organiza-
tions whose interests are to undermine the safety
and security of others.

As discussed above, bitcoin enables private
agents to complete illegal transactions. It might
also preclude a government from accomplishing
its monetary policy goals or raising revenues.
Recall that an algorithm regulates the supply
of bitcoin in circulation. As such, the supply
grows steadily, with the rate declining over time.
Moreover, this algorithm is built into the bitcoin
protocol. It cannot be modified by a central
monetary authority—government backed or
otherwise— without the consent of a majority of
users on the system.’

(USMS) auctioned B30,000 seized from the Silk Road.
Although the actual bid value was not released, market
exchange rates on the day of the sale put the value at around
$17.4 million. The USMS is scheduled to auction another

BS0,000 in November 2014. In February 2015, Ulbricht was
convicted of all seven charges. He was sentenced to life in
prison in May 2015.

17. Since encrypted copies of the site’s source code have
been distributed, a new site can be recreated rather quickly
following a shutdown.

18. Silk Road 3.0 resulted from the strategic name change
of Diabolus Market, a cannabis-only marketplace that had
launched less than a month earlier. It no longer bills itself as
cannabis-only.

19. In fact, Coincove initially attempted to enter the
remittances market through existing legal channels. The
expenses involved in satisfying the licensing and regulatory
requirements proved too much, however. They have since
scaled back their business plan to focus exclusively on facili-
tating bitcoin transactions in Mexico.

20. Such a change would require modifying the bitcoin
protocol. Users would confirm the modification by download-
ing and using the new protocol.
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To the extent that individuals replace their
holdings of official currency with bitcoin, the rel-
evant monetary authority loses control of the total
money supply (i.e., official currency plus bitcoin
and any other alternatives employed). This is a
relatively minor concern at present because the
network of bitcoin users is small and dispersed
across the world. Consider the extent to which
the Federal Reserve has lost control of the money
supply from the introduction of bitcoin. The mar-
ket capitalization of bitcoin is around $5.4 billion
(White 2015), which is roughly 0.14% of the dol-
lar plus bitcoin monetary base. Hence, even if all
users were replacing dollar holdings with bitcoin
(and they are not), it would have little effect on
the Fed’s ability to engage in monetary policy at
present. Nonetheless, it is a potential concern in
the event that bitcoin use continues to increase.

Much the same can be said about the effect
of bitcoin on federal budgets. Governments earn
seigniorage by holding interest-bearing assets
purchased with non-interest-bearing notes. These
revenues are relatively small, especially in high-
income countries. For example, remittances from
the Fed to the Treasury totaled just $79.6 bil-
lion in 2013, or 0.53% of current expenditures by
the federal government. Moreover, as discussed
above, the extent to which dollar holdings have
been replaced by bitcoin is negligible at present.
Nonetheless, an increase in the demand for bit-
coin would reduce the government’s ability to
raise revenues from seigniorage. As such, bit-
coin’s effect on federal budgets could serve as a
justification to discourage or prevent biticoin use.

We have shown that some of bitcoin’s fea-
tures make it especially useful for illegal transac-
tions and, at least in the future, might preclude a
government from conducting monetary policy or
raising revenues. As such, there are grounds for
government action. Actual government responses
vary from outright acceptance to outright banning
of bitcoin. Some governments have opted for a
middle ground, attempting to regulate the bitcoin
market; many, however, have left bitcoin in a legal
grey area. We discuss examples of each below.

BitLegal tracks the legal status of virtual cur-
rencies like bitcoin around the world. It denotes
the legal environment in each nation as ‘“Permis-
sive,” “Contentious,” or “Hostile.” The legality
of bitcoin, as assessed by BitLegal (2014), is pre-
sented for 63 nations in Table 4. Since the legal
status is subject to change in many countries, we
include the date that the status was last updated
for each country. Fifty-four nations are deemed
permissive. The legal status is contentious in

TABLE 4

The Legal Status of Bitcoin, by Nation
Nation Status Updated
Argentina Permissive January 30, 2014
Australia Permissive March 24, 2014
Austria Permissive March 6, 2014
Belarus Permissive January 30, 2014
Belgium Permissive January 21, 2014
Brazil Permissive April 8,2014
Bulgaria Permissive April 8,2014
Canada Permissive February 1, 2014
China Contentious March 23, 2014
Colombia Permissive March 26, 2014
Croatia Permissive February 3, 2014
Cyprus Permissive February 3, 2014
Czech Republic Permissive January 26, 2014
Denmark Permissive March 23, 2014
Estonia Permissive February 3, 2014
Finland Permissive January 20, 2014
France Permissive January 29, 2014
Germany Permissive February 23, 2014
Greece Permissive February 13, 2014
Greenland Permissive January 12, 2014
Hong Kong Permissive January 24, 2014
Hungary Permissive February 19, 2014
Iceland Hostile January 26, 2014
India Contentious January 23, 2014
Indonesia Permissive February 6, 2014
Iran Permissive March 11, 2014
Ireland Permissive January 6, 2014
Israel Permissive February 19, 2014
Italy Permissive February 4, 2014
Japan Permissive March 23, 2014
Jersey Permissive April 24,2014
Jordan Contentious February 23, 2014
Kazakhstan Contentious  February 4, 2014
Latvia Permissive February 7, 2014
Lebanon Permissive January 26, 2014
Lithuania Permissive February 10, 2014
Luxembourg Permissive March 24, 2014
Malaysia Permissive February 1, 2014
Malta Permissive February 4, 2014
Mexico Contentious ~ March 11, 2014
Netherlands Permissive January 1, 1970
New Zealand Permissive February 19, 2014
Norway Permissive January 20, 2014
Philippines Permissive March 11, 2014
Poland Permissive May 28, 2014
Portugal Permissive February 4, 2014
Russia Contentious  February 6, 2014
Singapore Permissive March 24, 2014
Slovakia Permissive February 4, 2014
Slovenia Permissive February 20, 2014
South Africa Permissive February 20, 2014
South Korea Permissive February 1, 2014
Spain Permissive February 4, 2014
Sweden Permissive July 26, 2014
Switzerland Permissive February 1, 2014
Taiwan Permissive February 3, 2014
Thailand Contentious  July 30, 2014

Trinidad and Tobago Permissive March 24, 2014
Turkey Permissive February 4, 2014
Ukraine Permissive November 12, 2014
United Kingdom Permissive March 24, 2014
United States Permissive March 23, 2014
Vietnam Hostile February 28, 2014

Source: BitLegal (2014). Reprinted with permission.
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seven nations. Two nations are hostile toward bit-
coin. The legal status of bitcoin in those nations
not presented is unknown.

Of those nations considered permissive, some
have explicitly accepted bitcoin use. In August
2013, the German Finance Ministry recognized
bitcoin as “private money” similar to other finan-
cial instruments. In a statement released to the
press, Finance Committee member Frank Scha-
effler, who pushed for the legal classification of
bitcoin in Germany, declared, “We should have
competition in the production of money. I have
long been a proponent of Friedrich August von
Hayek’s scheme to denationalize money. Bitcoins
are a first step in this direction” (Clinch 2013).
BitLegal (2014) reports that it is legal to buy,
sell, transact with, and mine bitcoin in Germany.
Germans are expected to pay value added taxes
(VAT) on purchases made with bitcoin. They are
not required to pay capital gains taxes on bitcoin
mined or acquired via exchange, unless they hold
the assets for less than a year.

The two nations with hostile legal environ-
ments toward bitcoin are Iceland and Vietnam.
According to BitLegal (2014), Icelanders can
legally own bitcoin. However, capital controls
introduced in 2008 to prevent citizens from
offloading the kréna made buying of bitcoin
illegal in Iceland. These rules do not prevent one
from selling bitcoin for kréna.

The legal situation in Iceland has been made
murky with the introduction of Auroracoin, an
altcoin modeled after bitcoin.?! Auroracoin’s
founder, Baldur Friggjar Odinsson, hoped to
generate acceptance for the novel cryptocurrency
by distributing 31.8 Auroracoin to every resident
in Iceland. Residency would be verified with
Iceland’s Islykill (Icekey) national registry. The
government approved Odinsson’s application to
integrate Islykill in early 2014. As of November
2014, 3,615,963.4 of the 10,500,000 pre-mined
Auroracoins have been claimed. Some hope the
introduction of Auroracoin will prompt a re-
evaluation of the legal status of cryptocurrencies
in Iceland.

In Vietnam, financial institutions are prohib-
ited from transacting with bitcoin. However,
BitLegal (2014) maintains that it is legal to
own bitcoin in Vietnam. It is unclear whether
one can legally buy, sell, transact with, or mine
bitcoin. As such, it is also unclear whether
the Vietnamese are expected to pay taxes on

21. Techincally, Auroracoin is based on the litecoin pro-
tocol. However, litecoin was modeled after bitcoin.

bitcoin transactions, income from exchanges and
mining, or capital gains from holding bitcoin.

Uncertainty over the legal status of bitcoin
in Vietnam is not unique. China, India, Jordan,
Kazakhstan, Mexico, Russia, and Thailand are
listed as contentious. As noted in the Introduc-
tion, China restricts businesses from using bit-
coin. However, it permits individuals to own and
use Bitcoin at their own risk. Where to draw the
line between businesses and individuals is not
so clear. As in China, Jordan prohibits financial
institutions from using bitcoin.

It is legal to own, buy, sell, transact with,
and mine bitcoin in India. However, in Decem-
ber 2013, the Reserve Bank of India issued a
statement warning the public about the potential
financial, operational, legal, customer protection,
and security risks of bitcoin. It also made clear
that it was examining the legal status of bitcoin
under existing law, including Foreign Exchange
and Payment Systems laws and regulations. Two
days later, Indian Rupee to Bitcoin, the primary
bitcoin trading platform in India, suspended
operations. The Reserve Bank of India has not
clarified the legal status of bitcoin in the time
since. The Bank of Thailand offered a similar
warning in March 2014. As in India, it did not
go so far as to state it is illegal to own, buy, sell,
transact with, or mine bitcoin in Thailand.

The governments of Kazakhstan, Mexico, and
Russia have yet to issue official statements on
the legal status of bitcoin. In a February 2014
press conference, Central Bank Governor Kairat
Kelimbetov suggested that the National Bank
of Kazakhstan could move to classify bitcoin
as a ponzi scheme. However, no action has
been taken to date. In Mexico, it is currently
legal to own, buy, sell, transact with, and mine
bitcoin. However, BitLegal (2014) reports that
institutions might be required to register with the
Central Bank. The legal prospects of bitcoin look
bleakest in Russia, where it is apparently illegal
to own, buy, sell, and transact with bitcoin.?2 A
draft bill released by the Ministry of Finance of
the Russian Federation would impose fines on
users, miners, and service providers. Regardless
of the outcome, ambiguity over the legal status
of bitcoin in these countries is not good for the
cryptocurrency. As Grinberg (2011, 182) notes,
“That it may exist in a legal grey area may
significantly hamper demand for bitcoins.”

Even where it is legal, excessive regulation
might dissuade users from adopting bitcoin.

22. BitLegal (2014) states that it is unclear whether min-
ing is prohibited.
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Consider the regulatory environment of the
United States. The U.S. Treasury’s Financial
Crimes Enforcement Network (FinCEN) ruled in
2013 that, although a user of virtual currency can-
not be regulated, an administrator or exchanger
of such currency may be regulated as money
services businesses subject to the money laun-
dering provisions of the Banking Secrecy Act.?3
The Commodities Futures Trading Commission
(CFTC) has also declared itself a legal regulator
of bitcoin. Commissioner Bart Chilton stated that
the CFTC “could regulate it if we wanted. That
is very clear,” because some users purchase bit-
coin for investment purposes (Miedema 2013).
Although the U.S. Securities and Exchange
Commission (SEC) has declared no official rules
for bitcoin, the Office of Investor Education and
Advocacy (OIEA) has warned investors about
scams and ponzi schemes regarding virtual cur-
rencies (OIEA 2013). Finally, the Internal Rev-
enue Service (IRS) has declared that bitcoin will
be taxed as property rather than currency.?* Some
ambiguity remains regarding whether changes
in the value of bitcoin should be classified as an
ordinary or capital gain.>> With so many poten-
tial layers of regulation, some users might prefer
to continue using traditional payment vehicles.

State governments have also taken actions to
regulate the usage of bitcoin. The New York
Department of Financial Services has issued a
40-page rule proposal (Tile 23, Ch.I, Part 200)
to license and regulate the use of virtual curren-
cies such as bitcoin, a move which many fear
will set the tone for regulation in other states.
“Companies who are looking to become compli-
ant in all 50 of the US States will eventually have
to deal with separate regulations in each state”
(Madore ). There is still much uncertainty regard-
ing the evolution of regulations at the state and
national levels.

Concerns over bitcoin’s ability to facilitate
unlawful transactions and preclude governments

23. Specifically, “a person that creates units of convert-
ible virtual currency and sells those units to another person
for real currency or its equivalent is engaged in transmission
to another location and is a money transmitter. In addition, a
person is an exchanger and a money transmitter if the person
accepts such de-centralized convertible virtual currency from
one person and transmits it to another person as part of the
acceptance and transfer of currency, funds, or other value that
substitutes for currency” (FinCEN 2013).

24. Despite some previous reports to the contrary, a
recent notice from the IRS (2014, 2) confirms “For federal
tax purposes, virtual currency is treated as property.”

25. According to the IRS (2014, 3): “The character of the
gain or loss generally depends on whether the virtual currency
is a capital asset in the hands of the taxpayer.”

from conducting monetary policy or raising
revenues provide grounds for intervention. As
discussed above, some governments have already
taken steps to discourage or prohibit the use of
bitcoin. Their actions presuppose that such efforts
can have the desired effect. In what follows, we
develop a model to consider whether government
transactions policy can discourage private actors
from using bitcoin. Our model differs from
others found in the literature in that agents first
choose a trading partner. Other models used to
consider government transactions policy rely on
random matching. The endogenous matching
decision in our model is based, in part, on the
type of goods other agents produce and the type
of money, official currency or bitcoin, other
agents holds. The endogenous matching protocol
is especially relevant in the context of bitcoin,
since an agent might prefer to transact with
bitcoin in order to make purchases prohibited by
the government.

. THE MODEL

In the model considered herein, time is dis-
crete and continues forever. There is a set of
agents A=1[0, 1] that is divided into G types.
The number of goods is equal to the number
of types such that each type-i agent produces
good i. Each type-i agent consumes a subset
of goods. The number of goods consumed is
the same for each type, but the subset of goods
consumed varies by type. Specifically, we denote
the number of goods each type consumes as
n < G. Each individual consumes a subset of the
good-types available. Goods are neither storable
nor divisible. Consumption of any good in agent
i’s subset generates utility, U,. The production
cost for each agent is denoted as C,. There are
two intrinsically worthless objects, currency and
bitcoin.?® Unlike goods, currency and bitcoin are
both storable. They are also indivisible.

There are two types of money in this frame-
work, currency and bitcoin. Each individual is
indexed by type, by currency balances m € {0, 1},
and bitcoin balances b € {0, 1}. At the beginning
of time a fraction of agents, M, are endowed with
currency and a fraction of agents, B, are endowed
with bitcoin. The remaining agents, 1 —M — B
have no initial endowment.”” The total supply

26. In the context of the model, currency refers to some
official fiat currency.

27. We assume here that M+ B<.5, such that there
is some fraction of agents who initially do not receive
an endowment.
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of currency is M €(0,1) and the total supply
of bitcoins is B& (0, 1). Again, both assets are
indivisible. An agent’s type and money balances
are publicly observable. An agent’s trading his-
tory is not observable and therefore all trades
are anonymous.

Let s, denotes the aggregate state of the econ-
omy at time 7. At each point in time, for a given
state of the economy, an economic agent decides
who to match with and, once matched, whether
or not to trade. It is assumed that an individual
endowed with money must consume before pro-
ducing. Given that neither goods nor either type
of money is divisible, this implies that when two
agents meet they can either barter in the case
of a double coincidence of wants or they must
exchange goods for money or money for goods.

The two stages of the trade process can be
understood as follows. The first stage is the
process by which two agents are matched pair-
wise. The matching process follows Corbae et al.
(2003). At each date 7 the set of agents A can be
partioned into two subsets of size 1 or 2 referred
to as coalitions. The matching rule can then be
defined as a function of the economy, 6(s,).?8
A trading rule, ©(6,,s,), summarizes the trading
decision given a partition, 0, and the state of the
economy, 5,. An equilibrium can then be thought
of as a trading rule and a matching function
for a given state of the economy such that no
economic agent has an incentive to deviate.

The second stage of the trade process involves
the decision of whether or not to trade. It is in
this regard that the present model differs from
the directed matching framework of Corbae et al.
(2003). Specifically, it is assumed that, once
matched, each agent receives a preference shock
such that they are willing to choose one of the
n goods from which they derive utility. In other
words, there are n types of shops that a given
agent would choose to show up to trade. The
probability that a given agent wants to consume at
the shop is % = p. If the agent wants to consume
in the match, the agent with money can then offer
whichever type of money they are holding, cur-
rency or bitcoin, in exchange for the good. Again,
since both money and goods are indivisible, this
implies an exchange of one unit of currency or
bitcoin in exchange for one good. The agent that

28. The matching function here differs from Corbae et al.
in that they assume that the matching function is determined
by the state of the economy and extrinsic uncertainty. The
inclusion of the latter is to include the possibility of sunspot
equilibria. We abstract from this in the present model.

is not holding money then has a choice of whether
to accept the particular type of money offered.

A. Monetary and Nonmonetary Equilibria

We will confine our analysis to steady state
equilibria. Given that there are two types of
money, there are four possible equilibria to con-
sider. The first equilibrium is a nonmonetary
equilibrium. This occurs when agents who are not
holding money are unwilling to accept both cur-
rency and bitcoin. The second equilibrium is one
in which agents are willing to accept currency,
but not bitcoin. The third equilibrium is one in
which agents are willing to accept bitcoin, but not
currency. Finally, the fourth equilibrium is one in
which agents are willing to accept both currency
and bitcoin. The conditions under which these
equilibria hold are outlined more formally below.

It is important to determine in any pairwise
meeting the probability that a monetary exchange
takes place. Recall that agents with money must
consume prior to producing. This implies that a
monetary exchange will take place if one agent
has currency or bitcoin and another agent does
not have any type of money. One can think of the
probability that monetary exchange takes place
as the ratio of the probability of success to the
probability of failure. For example, the fraction
of agents holding currency is M. The fraction
of agents who do not hold either of the money
assets is 1 — M — B. We denote the probability of
an agent that is not holding money is matched

with an agent that is holding currency as a,.
It follows that ay,, = _ML_ Correspondingly,
the probability that an agent that is not holding
money is able to conduct monetary trade with an
agent holding bitcoin is a, ;, = ﬁ . The proba-
bility that an agent without money cannot engage
in a monetary exchange is given as 1 — a; , — ag -

We can outline similar probabilities for
those agents entering the match with either
bitcoin or currency. We denote the probability
of monetary exchange for an agent entering

with currency or bitcoin as a,, and a,, respec-
1-M-B
1?
M

tively. It follows that a,, = min { } and

1-M-B

a, = min { 1,

Consider a match in which monetary exchange
is possible. It does not necessarily follow that a
monetary exchange will take place. First, it must
be true that the agent that is holding money wants
to consume the good that their trading partner
produces. Second, the agent that is not holding
money must accept the type of money that their
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trading partner offers in exchange for the good.
Let © be the probability that a random agent
in the economy accepts currency and 0 be the
probability that a random agent in the economy
accepts bitcoin. In addition, let II(x) and ®(0)
be the best response of an agent without money
as to whether they should accept currency and
bitcoin, respectively.

Let V,, denote the value function of an agent
that is not holding money, V,, denote the value
function of an agent holding currency, and V,,
denote the value function of an agent holding
bitcoin. These value functions can be written as

() rVo=(1-ay, —ay,)p*(U-C)

M(m)p(V, ~Vo—C
+ max o, 1@ p (V,, = Vo = C)

+ @rg[%ﬁ]ao,b@(e) p(V,=Vy—0C)
(2) er=amnp(U+V0_Vm) _Sm

(3) rVy=a,0p (U+Vy—V,) =8,

where r is the discount rate, §,, is the storage
cost of currency, and 9, is the storage cost of
bitcoin. Given the value functions, we can now
provide the conditions for each of the four possi-
ble equilibria.

A Currency Equilibrium.

DEFINITION 1. A currency equilibrium is an
equilibrium in which currency, but not bitcoin,
is accepted in exchange. A currency equilibrium
exists if:

I.n=1 or n =7 where

bitcoin. The present model is symmetric, which
implies that I[1I(n) = and ®(0) =0. With regards
to each asset, there are three possible outcomes
to consider. Consider the case of currency. From
the value functions above, the expected value
of accepting currency for an agent that does
not have money is a,p(V,, —Vy,—C). This
expected value is positive if (V,,—V,—C)>0,
zero if V,—-V,—C=0, and negative if
V= Vo —C<0. If expected value of accepting
currency is negative, no agent will ever accept
currency. If the expected value of accepting
currency is positive, then every agent will accept
currency. If the expected value of accepting cur-
rency is zero, then agents are indifferent about
accepting currency. Formally, the best response
can be written as

0 if V,-V,—-C<0
Mm={ (.1) if V,-V,-C=0
1 if V,—V,—=C>0

It is important to note, however, that there
is a specific threshold probability, T, at which
currency will be held in equilibrium. One can
solve for this threshold probability by setting
Viu—Vo—C equals to zero and combining
Equations (1) and (2).2° This provides a unique
solution, T, such that there are three possible
probabilities for accepting currency in equilib-
rium: =0, ® =7, and = 1. If the fraction of
random agents accepting currency is above this
threshold, then everyone will accept currency
in equilibrium. If the fraction of random agents
accepting currency is below the threshold, then
no one will accept currency in equilibrium. It fol-
lows that currency will be accepted in equilibrium
whenever ©t > 7. This is shown as the first char-
acteristic of a currency-only equilibrium above.

A similar threshold probability exists for the
acceptance of bitcoin. This threshold probabil-
ity can be solved for in the same way as that

4 0alUn V=0 ey _y 050

. <l_a0,m_a0,h)p+ rC+3,
a,, a,pU-0C)
2.0 < 0 where
(1 —ay,m _a(),h)p VC+5b
0= ap app(U=C) a,(U=C)
(1_a0,m _a(),h)P VC+6b
ap app(U-C)

Whether or not each asset is accepted in the
course of exchange is determined by the best
response of an agent without money when offered
either bitcoin or currency. The best response I1 is
a function of the probability that a random agent
accepts currency. The best response © is a func-
tion of the probability that arandom agent accepts

if V,-V,—C=0

for currency, by setting V,—-V,—C= 9 and
using Equations (1) and (3) to solve for 0. In a
currency-only equilibrium, it must be true that
the fraction of agents accepting bitcoins is below
this threshold value. Note that the equilibrium

29. This solution is shown in detail in the Appendix.

8518017 SUOLUILIOD 3AIRER1D 3|qedl|dde au) Aq peusnob ke sapie O ‘88N Jo Sajni 10} Akeiq18UIIUO |1/ LD (SUORIPUO-PUR-SWBY W00 A 1M ATe.d1BUlUO//SdIY) SUORIPUOD PUe SWB | 8U)88s *[7202/T0/LT] Uo A%iqiauljuo 8|1 'SoireiqisnN aiodeBuis JO AISRAIUN [eUOIEN Aq T6ZZT UIe/TTTT OT/I0p/wo A8 imAReid1pul|uo//sdiy Wwoly papeojumoq ‘g ‘9TOZ ‘S62259vT



HENDRICKSON, HOGAN & LUTHER: BITCOIN 935

fraction of agents accepting currency is impor-
tant for determining the threshold probability of
accepting bitcoin. In other words, holding every-
thing else constant, the threshold probability
for determining whether bitcoin is accepted in
equilibrium is higher if all agents accept currency
in equilibrium as opposed to the fraction, T.

A Bitcoin Equilibrium.

DEFINITION 2. A bitcoin equilibrium is an
equilibrium in which bitcoin, but not currency,
is accepted in exchange. A bitcoin equilibrium
exists if: .
1.0 =10r0 =0 where
(1 _aO,m_aO,b)p VC+6;,
a, ap (U =C)

2.t < T where

0=

In the coexistence equilibrium, there is a suf-
ficient fraction of agents willing to accept both
bitcoin and currency.

A Nonmonetary Equilibrium.

DEFINITION 4. A nonmonetary equilibrium is
an equilibrium in which neither bitcoin nor cur-
rency is accepted in equilibrium. A nonmonetary
equilibrium exists if:

1. © < &t where

. (I=ag,—agy)p rC+5,
" a, app (U= C)
2.0 < 0 where
- (1—ag,—ags)p  rC+35,
a, ap (U —-0C)

(1=agm=app)p rC+3,, a9, (Vo=Vo=C)
/TE = am am P( U-0) am(U_C)
(1=agm—agp)p rC+3,,
A Ay P( U- C)

A bitcoin-only equilibrium is one in which
the fraction of random agents willing to accept
bitcoin is above the threshold probability, but
the fraction of random agents willing to accept
currency is below the corresponding threshold
probability. Again, note that the threshold prob-
ability for currency is higher if every agent
accepts bitcoin.

The Coexistence of Currency and Bitcoin.

DEFINITION 3. A coexistence equilibrium is
an equilibrium in which both currency and bit-
coin are accepted in exchange. A coexistence
equilibrium exists if:

1.t=1 or n =7 where

if V,-V,—C=0

A nonmonetary equilibrium exists when both
the fraction of random agents willing to accept
currency and the fraction of random agents will-
ing to accept bitcoin are each below their thresh-
old probabilities.

IV. GOVERNMENT TRANSACTIONS POLICY

The preceding analysis outlined the conditions
under which bitcoin and currency would be held
in equilibrium. From the perspective of political
economy, the equilibria in which bitcoin circu-
lates and the potential for governments to prevent
such equilibria are of particular interest.

In a typical competitive market, new goods
displace old goods. This is the well-known

(1=agm=agp)p rC+35,, agp(Vp=Yo=C)
/TE — ay, a,p(U-C) a,,(U-C)
(1=agm=ag)p rC+38,,
Ay Ay P( U- C)

2.0=1 or 0=0where

if V,-V,—C=0

(1=agm=aop)p rC+3; a9 (Viu=Vo=C)
/9\ — ap, a,p(U-C) a,(U-C)
(1=agm=aop)p rC+3),
ap a,p(U-C)

if V,-V,—C>0
if V,-V,-C=0
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process of creative destruction. In the case of
bitcoin, however, the new alternative medium
of exchange does not exist in a competitive
market, but rather is competing with a spec-
trum of government-controlled fiat monies. A
government might have an incentive to pre-
vent the acceptance of bitcoin, perhaps because
the coexistence of currency and bitcoin places
restrictions on monetary policy and potentially
limits seigniorage or enables transactions that
the government might wish to preclude.>°

Can government effectively ban bitcoin as a
medium of exchange if everyone were willing to
accept it? To analyze this question, we proceed
using the methodology of Aiyagari and Wallace
(1997).3! Specifically, we assume there is some
fraction of agents that are government agents.
Furthermore, it is assumed that these agents can
be directed to enact particular policies on behalf
of the government. Recall that each agent is
indexed by type and holdings of currency and

Let $ €(0, 1) be the fraction of government
agents and 1 — ¢ the fraction of private agents.
We denote 0, as the probability that a random
government agent will accept bitcoin and 0, as
the probability that a random private agent will
accept bitcoin. It follows that the probability that
a random agent of any type will accept bitcoin
is a weighted average of these two probabilities,
0=¢0, + (1 —$)6,. Suppose that private agents
are all willing to accept bitcoin, but that govern-
ment agents refuse to accept bitcoin. It is now
possible to consider whether the government
could prevent an equilibrium in which bitcoin is
accepted through a transactions policy in which
they refuse to accept bitcoin.

PROPOSITION 1. Ifall private agents are will-
ing to accept bitcoin (8,=1), but government
agents never accept bitcoin (8,=0), then the
government can successfully eliminate an equi-
librium in which bitcoin circulates in equilibrium

iff o > EI\) where

1—(]—a0,m—ao’b)p _ rC+5[, _ aO,mp(Vm_VO_C) lf‘ V
a\) _ a, app(U-C) app(U=C)
1—-(1—ag,,—agp)p __rC+g,
ap, abp(U_C)

bitcoin. As aresult, a private agent does not know
that he is interacting with a government agent and
therefore cannot avoid the government agents, as
such, in the matching process. However, as an
agent’s type and money holdings are observable,
a producing agent might avoid someone hold-
ing currency (or bitcoin) if they wish to transact
exclusively in bitcoin (or currency).

To determine whether the government can
successfully ensure an equilibrium without bit-
coin, we consider the policy where government
agents all agree to accept currency as payment,
but refuse to accept bitcoin. We then ask whether
the government can guarantee an equilibrium in
which bitcoin does not circulate by using such
a policy.

m—Vo—C>0
ifv,—Vy—-C<0

Proof. If V,, =V, — C=0, combining Equations
(1) and (3) yields a unique value of 6, denoted 0.
It follows that for any 6 > @, it must be true that
V,=Vy—=C>0 and therefore in equilibrium
0=1. For any 0 < /9\, it must be true that in equi-
librium 6 = 0. Thus, the condition for an equilib-
rium in which bitcoin is not accepted is 6 < 0.
To solve for 6 note that rV,—rVy—rC=0.
Substituting Equations (1) and (3) yields

[ab/ép — (1= ag, —agp) Pz] -0
_ao,mH(TE)P (Vm -Vo- C) - 6b —-rC=0

where 0 is the unique value that solves this
expression. Solving for 0 yields

1_a(),m —ao.p rC+6b aO,m(Vm_VO_C)
0= ap app(U=C) ap(U=C)
(4) 0 1 —ag,m—aop rC+9;,
ap app(U=C)

30. In the extreme case, the displacement of currency by
bitcoin would eliminate any role for monetary policy and any
source of seigniorage.

31. Salter and Luther (2014) offer a broader view of the
roles government might play in determining the medium of
exchange. See also, Selgin (1994, 817-21).

if V,—V,—C>0
if V,-V,—C<0

As shown above, in the presence of govern-
ment agents, the probability a random agent
accepts bitcoin is a weighted average of the

8518017 SUOLUILIOD 3AIRER1D 3|qedl|dde au) Aq peusnob ke sapie O ‘88N Jo Sajni 10} Akeiq18UIIUO |1/ LD (SUORIPUO-PUR-SWBY W00 A 1M ATe.d1BUlUO//SdIY) SUORIPUOD PUe SWB | 8U)88s *[7202/T0/LT] Uo A%iqiauljuo 8|1 'SoireiqisnN aiodeBuis JO AISRAIUN [eUOIEN Aq T6ZZT UIe/TTTT OT/I0p/wo A8 imAReid1pul|uo//sdiy Wwoly papeojumoq ‘g ‘9TOZ ‘S62259vT



HENDRICKSON, HOGAN & LUTHER: BITCOIN 937

probabilities corresponding to government and
private agents, 6=¢0, + (1 —§)0,. If the gov-
ernment refuses to accept bitcoin, but private
agents always accept bitcoin, this implies that
0= (1 - ¢). Hence, there is an unique size of gov-
ernment, ¢ that satisfies 6 = 1 — ¢. In addition,
the cgndition under which bitcoin is not accel)ted,
0< @\, can be re-written as 1 — 93 <1l—-¢, or
¢ > ¢. Using Equation (4) above, ¢ is given as

value the private nature of bitcoin, some govern-
ment officials seem to be concerned. Specifically,
they note that bitcoin might facilitate illicit
transactions and disrupt government activities
like conducting monetary policy and raising rev-
enues. For these reasons, some governments have
attempted to ban or discourage the use of bitcoin.

We have considered the extent to which these
government efforts might be successful. In the

l _ 1—ﬂo,m—ao,b _ rC+6b _ aOA,m(Vm_VO_C)
$ — a, a,p(U~C) a,(U-C)
1— 1—ag ,,—aq _ rC+95;,
ay a,p(U-C)

The government’s refusal to accept bitcoins
has important implications for the threshold
probability that a random agent will accept
bitcoins, 0. Since 8=1—¢, the proportion of
government agents is important. In particular, a
larger proportion of government agents implies
a lower 0O, thereby increasing the likelihood
that 0 is below the threshold. The proposition
shows that the government can only prevent an
equilibrium in which bitcoin is accepted if the
government is of a particular size. Specifically,
the proposition implies that the government can-
not preclude the use of bitcoins as a medium of
exchange simply by refusing to accept bitcoins.
The government can only do so if this ban is
backed by a sufficient power to do so.

It is important to note that the degree of
market power necessary to preclude the use of
bitcoins is low if all agents are willing to accept
currency. That is, the size threshold of the gov-
ernment necessary to prevent bitcoin circulation
is dependent, in part, on the probability that a
random agent is willing to accept currency. If
every agent is wiling to accept currency, then
the threshold for the size of government is low,
which makes it easier for the government to pre-
vent the acceptance of bitcoin in equilibrium. In
addition, it follows that if a subset of agents had a
preference for bitcoin rather than currency, they
could limit the government’s ability to prevent
bitcoin circulation by refusing to accept currency.

V. CONCLUSION

Bitcoin is certainly one of the most interest-
ing recent developments in modern monetary
economies. It enables users to make secure and
pseudonymous payments. Although many users

if V,, = Vo= C>0
if V,—Vy—C<0

existing literature, similar considerations have
been made by employing random matching
models. However, the random matching protocol
is not well suited for questions of monetary
competition and control. Our model, in contrast,
endogenizes the matching process: an agent
preferring to transact with bitcoin might avoid
those holding the official currency favored by
the government. This means that, except in the
case where all bitcoin is held by the government,
some transactions are effectively (though only
probabilistically) beyond the reach of the state.

Employing a monetary model with endoge-
nous search and random consumption prefer-
ences, we find that the government’s refusal to
accept bitcoin is not typically sufficient to prevent
their acceptance in equilibrium. The government
must be of a particular size to prevent the circula-
tion of bitcoin and the size threshold depends cru-
cially on the fraction of agents willing to accept
the official currency. Interestingly, our work sug-
gests that bitcoin might continue on as a niche
money, even if the government proactively dis-
courages its use, so long as some individuals are
sufficiently committed to accepting bitcoin.

We hope the model employed herein is a use-
ful first step toward understanding why bitcoin
thrives in some communities, but not others, and
why some governments seem more interested
than others in dissuading its use. We note that
the commitments of individuals to accept bitcoin
and of governments to discourage its use are
exogenous in our model. Future efforts should
attempt to explain the precise frictions that give
rise to such preferences. Why do certain groups
prefer bitcoin to their official currency? Do
these preferences depend on the goods traded
and/or the location of trading partners? Why do
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some governments aggressively resist the use
of bitcoin? Are such preferences related to the
general level of control exercised in an economy
and/or particular objectives of a government?
These questions, which concern the deep-level
forces at play, are admittedly beyond the scope
of the current analysis but might provide fodder
for future research.

While our analysis deals exclusively with
the surface-level forces, we nonetheless find
it worthwhile to offer some casual predictions
concerning the deep-level forces that future work
might consider. We expect the preference for
bitcoin is higher in countries with complemen-
tary goods, such as greater levels of technology
and access to the internet, but also where the
official domestic currency is a poor substitute
due to inflationary practices by the central bank.
Such governments, insofar as they depend to a
greater extent on seigniorage, may also prefer to
maintain the dominance of their official local cur-
rencies by preventing the proliferation of bitcoin.
Moreover, if there are gains from specialization
in deterrence, those with greater levels of market
intervention may be more effective at stemming
the use of bitcoin as well. Countries with larger
informal markets, on the other hand, may expe-
rience large gains from adopting bitcoin and, as
with specialization in deterrence, the informal
networks already in existence might allow bitcoin
to thrive beyond the reach of the state. If substan-
tiated by theory, these casual predictions might
explain China’s early efforts to prohibit bitcoin,
but also the survival of underground and online
bitcoin markets. With a fuller understanding of
such deep-level forces, one might be better suited
to consider the political economy of bitcoin in
other countries such as Iceland, India, and the
United States.

APPENDIX

Section III of the paper presents four possible
equilibria. This appendix outlines how to derive the
equilibrium conditions.

Consider an agent who is not holding currency or bitcoin.
Let I1(n) be the best response of the agent as to whether they
should accept currency given that a fraction n of agents are
willing to accept currency. Also, let @(0) be the best response
as to whether the agent should accept bitcoin given that a
fraction of agents, 0, are willing to accept bitcoin. As the
model is symmetric, [1(n) = and ©(0) =6.

Let V,,—V,—C be the value of accepting currency.
Let V,—Vy—C be the value of accepting bitcoin. If
Vu—=Vo—=C>0, then the expected value of accepting
currency is positive and thus all agents will accept currency
(i.e., = 1). Similarly, if V;, =V, —C >0, then the expected

value of accepting bitcoin is positive and all agents will
accept bitcoin (i.e., 0=1). If the expected value of accept-
ing either currency or bitcoin is negative, then no agents
will accept the respective form of money (i.e., 1=0 and
0=0, respectively).

If the expected value of holding currency is equal to
zero, then agents are indifferent about holding currency and
€ (0, 1). Similarly, if the expected value of holding bitcoin is
equal to zero, then agents are indifferent about holding bitcoin
and 0€ (0, 1). For each currency and bitcoin, respectively,
there are unique values for m and 0 at which the assets will be
accepted. The threshold value for holding currency is denoted
as 7 and the threshold value for holding bitcoin as 6. One can
solve for these unique values as follows.

An agent is indifferent between holding currency if

Vyp,—Vo—C=0.
Equivalently, this can be written as
VvV, —rVy—rC=0.
From Equations (1)—(3) above it follows that
a,mp(U+Vy=V,) =8, - (1—ag,, —ay,)
pPPU =0 =0@®)p(V,—Vy—C)—rC=0.

Note that there is a unique value of & = T that solves this
expression. This solution is given as

(1_a0,m_a0,b)p I‘C+§m
Ay a,p(U—-C)

Note that, in this case, the threshold value, 7, is dependent
upon whether bitcoin is accepted. If bitcoin is accepted by all
agents, then V), — V(y — C >0 and 0 = 1. This condition can be
re-written as
(1 —Adom ~ a(),b) p 4 rC+39,,

a,, a,pU—-C)
gy (Vy = Vo= C)
a,(U~-0C)

A~
=

However, if 6 < 1, then the condition for accepting cur-
rency is independent of the expected value of accepting bit-
coin as either V,, = Vy—C=00r 0=0:

(1 —dom — a(),b) p rC+59,,

" a,p(U=C)'

A corresponding result can be found for bitcoin.

It follows that currency will be held in equilibrium if t=1

orif t=7. Sil/r\lilarly, bitcoin will be held in equilibrium if
0=1orif6 =6.

A
T=
a
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